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Agenda 

Meeting: Crown Melbourne | Executive Risk and Compliance Committee 

Date: Tuesday, 21 May 2019 

Time: 14.00pm AEST  

Venue: Executive Meeting Room (Melbourne) 

Private & Confidential 

 
Chairman: Joshua Preston (Chief Legal Officer – Australian Resorts) 
  

Attendees: Xavier Walsh (Chief Operating Officer) 
Alan McGregor (Chief Financial Officer – Australian Resorts) 
Andre Ong (Group Chief Information Officer – Crown Resorts) 
Nicolas Emery (Chief Marketing Officer – Australian Resorts)  
Sean Knights (Executive General Manager – Table Games) 
Mark McKay (Executive General Manager – Gaming Machines) 
Alicia Gleeson (Executive General Manager – Human Resources) 
Mark Holmes (Executive General Manager – Food & Beverage) 
Michelle Fielding (Committee Executive Officer / Group General Manager 
Regulatory & Compliance) 
Anne Siegers (Group General Manager Risk & Audit) 

  

Invitees: Ken Barton (Chief Financial Officer & CEO Crown Digital – Crown Resorts) 
Mary Manos (General Counsel and Company Secretary, Crown Resorts) 

  

Apologies: Barry Felstead (Chief Executive Officer – Australian Resorts) 
Peter Crinis (Chief Operating Officer – Hotels, Retail & F&B Melbourne) 

  

1.  Confirmation of Minutes – 30 January 2019 

2.  Business Arising 

3.  Internal Audit (AS) 

3.1  Internal Audit Report 

3.2  Status of Internal Audit Recommendations  

3.3 Internal Audit Plan for FY20 to FY22 

4.  Risk Update (AS) 

4.1 Strategic Risk Update 

4.2 Delegations 

4.3 Risk Management Strategy 
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4.4 Emerging Risks (No Paper) 

5.  Compliance & Regulatory Update (JP/MF) (Subject to Legal Professional Privilege) 

5.1  Compliance & Regulatory Update 

5.2 Section 25 Recommendations 

5.3         Recommendation 5 - briefing on the VCGLR’s risk-based approach to regulation and 
 how that approach relies on the integrity of Crown’s internal processes 

6.  Litigation Update (JP) (Subject to Legal Professional Privilege) 

7.  AML/CTF Update (JP) (Subject to “Part II Secrecy & Access” AML & CTF Act) 

8.  Health, Safety & Wellbeing Update (JP) (Subject to Legal Professional Privilege) 

9.  Responsible Service Update (JP) 

9.1 Responsible Gaming 

9.2 Responsible Service of Alcohol  

10.  Other Business 
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Committee Name: Executive Risk and Compliance Committee Meeting 
 
Date Held:  Wednesday, 30 January 2019 
 
Commencement Time: 10:05 AEDT 
 
Present:  Joshua Preston (Chairman/Chief Legal Officer – Australian Resorts) 
   Barry Felstead (Chief Executive Officer – Australian Resorts) 

Peter Crinis (Chief Operating Officer – Hotels, Retail & F&B Melbourne)  
Alicia Gleeson (Executive General Manager – Human Resources) 
Sean Knights (Executive General Manager – Table Games) 
Alan McGregor (Chief Financial Officer – Australian Resorts) 
Andre Ong (Group Chief Information Officer – Crown Resorts) 

   Xavier Walsh (Chief Operating Officer) 
   Anne Siegers (Group General Manager – Risk and Audit) 

Mark Mackay (Executive General Manager – Gaming Machines) 
Michelle Fielding (Committee Executive Officer/Group General Manager – 
Regulatory and Compliance) 

 
Invitees: Ken Barton (Chief Financial Officer and CEO Crown Digital – Crown Resorts) 

Mary Manos (General Counsel and Company Secretary – Crown Resorts) 
 
Apologies:  Nicolas Emery (Chief Marketing Officer – Crown Resorts)  

Mark Holmes (Executive General Manager – Food and Beverage)  
 

Business Action Due Date 

1. Confirmation of Minutes 
 

 The members confirmed the Minutes of the Executive Risk and 
Compliance Committee (Committee) Meeting dated 13 
November 2018.             

  

2. Business Arising 

AML/CTF Update - The Chairman provided an update on whether 
Crown’s active partner database could be washed against lists of 
undischarged bankrupts.  The Chairman noted that Crown can 
screen for undischarged bankrupts at USD31 per person.   
 
It was proposed to commence looking at black, platinum and 
gold tier members also note bankrupts that come to our 
attention.   
 
Mr Felstead queried whether Crown stops bankrupt people from 
gaming with a loyalty card, so that they are not rewarded for 
gaming activity.  Mr Walsh confirmed that is the current policy – 
Mr Walsh also confirmed that Crown doesn’t permit known 
bankrupt patrons to enter any of the VIP rooms. 
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Mr Walsh talked to whether Crown can permit bankrupt patrons 
to redeem their points on non-gaming spend and suggested that 
Crown issue them with a gift card for the value of their points, as 
this can’t be used for gaming. 
 
The Committee acknowledged that it can only action the 
bankrupt patrons that it is aware of and the Chairman again 
undertook to update the Committee on possible costs. 
 
Internal Audit Update – Mr Ong noted there are not many users 
of Dropbox remaining.  He is continuing to review Dropbox users 
and to monitor for outgoing files.  The Chairman queried 
whether Sharefile (Dropbox files have been largely transitioned 
to Sharefile) can deal with large files (Projects are having 
difficulty).  Mr Ong said that they can assist in managing those 
folders they are aware of and Sharefile can mostly deal with 
large files. 
 
Risk Update – The Committee provided feedback on the 
proposed ‘Corporate Risk Profile’ and suggested that RSA be split 
out as a standalone item, which Mrs Siegers undertook to action.  
Mrs Siegers confirmed that she had amended the ‘Consequence’ 
in the Melbourne Corporate Risk Map for Acts of Terrorism from 
‘major’ to ‘severe’; and amended the ‘Likelihood’ for Volatility of 
Gaming Revenue from ‘unlikely’ to ‘possible’. 
 
Compliance and Regulatory Update - Mr Ong advised that the 
investigation into the soft count failing to load to the Master 
Gaming Report is complete and it was determined that the soft 
count could be interrupted, which wasn’t previously known.    He 
further advised it was likely on this occasion that it was 
inadvertently stopped (possibly as a result of the new $50 being 
released the day prior).  Mr Ong will arrange for software to be 
put in place to stop the ability to abort or interrupt the soft 
count. 
 
Mr Emery undertook to update the Committee at the next 
meeting, as to options for methods of communicating with 
patrons, which are preferable to email for privacy. 
 
Following a query from the VCGLR regarding commission paid for 
play on Pai Gow (which was permitted by the Junket Agreement 
but could be better clarified), Ms Fielding confirmed that the 
Agreement had been modified to make it clear that commission 
was payable on any game at Crown’s discretion.   Ms Manos 
queried whether a similar clarification was required for other 
Agreements, which Ms Fielding undertook to review. 
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AML/CTF Update – The Chairman provided an update on the 
identification and reporting of errors to AUSTRAC.  AUSTRAC’s 
view is that they are happy for the errors to be recalled, as they 
appreciate the process of review and recovery.  The Chairman 
detailed that the AML team reviews the reports and information 
they receive from the gaming floor, Crown Rewards and the 
Cage, which identifies any errors, which are then addressed as 
required. 
 

3. Internal Audit 

3.1 Internal Audit Report 
 
Mrs Siegers highlighted a concern with staff using their own 
devices, which do not have Airwatch installed.  The Executive has 
met on this issue and agreed everyone must either use work 
issued devices or have Airwatch installed on their private 
devices.  Mr Ong spoke to this being about protecting Crown’s 
information, not accessing people’s information on their devices 
and will action the implementation of the requirement. 
 
Mrs Siegers invited the Committee to provide her any feedback 
they have regarding the revised Audit Plan. 
 
Mrs Siegers noted the notification and distribution of internal 
audit report protocol recommendations which were adopted by 
the Committee. 

3.2 Status of Internal Audit Recommendations 

There were no comments raised by the Committee in respect of 
the Internal Audit Update and the paper was “taken as read”.   
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4. Risk Update 
 

4.1 Strategic Risk Update  
 

Mrs Siegers spoke to the alignment of the property Risk Reports 
with the format of the Crown Resorts’ Report. 
 
Mrs Siegers noted that all three boards (Resorts, Melbourne and 
Perth) approved the Risk Appetite and sought the Committee’s 
feedback regarding the Risk Appetite Dashboard. 
 
Mrs Siegers spoke to the Crown Melbourne Corporate Risk Map 
– and the addition of item 22 ‘Breakdown in relationship with 
key government, legislative or regulatory body’.  The Committee 
also discussed item 13 ‘Responsible business model’ and 
whether RSG and RSA should be separated out in that item.  The 
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Chairman requested that RSG become a separate item.  The 
Committee also requested that RSA stood alone as a new risk, 
given the importance of the matter.  Mrs Siegers undertook to 
make this change.  The Chairman asked Mrs Siegers to circulate 
the definitions of each risk to the Committee. 
 
Mrs Siegers also spoke to Deloitte being engaged to review 
Crown’s Risk Framework in accordance with the s25 Review 
Recommendations.  Once a copy of the Deloitte report is 
received, the strategy will be finalised and taken to the Board. 
 
There were no further comments raised by the Committee in 
respect of the Strategic Risk Update and the paper was 
otherwise “taken as read”.   

4.2 Emerging Risks 
 
There were no comments raised by the Committee in respect of 
the Emerging Risks Update and the paper was “taken as read”.   
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5. Compliance and Regulatory  

5.1 Compliance and Regulatory Update 
 
The Chairman provided a status update of the Compliance 
Framework progress and spoke to the positive engagement of 
participants in the Compliance Committee Meetings. 
 
The Chairman spoke to a new Cage matter identified by an Ernst 
& Young audit; and a new EGM matter regarding AGT machines 
having a few seconds of delay before they acknowledge that a 
card has been removed, when playing in unrestricted mode.  The 
AGT delay was notified to the VCGLR and a fix developed.   
 
The Chairman referenced that the VCGLR was changing its 
practices by writing to Crown on relatively minor matters that 
were historically dealt with in a more informal manner.   

 
Mr Walsh undertook to provide an update on the status of the 
health of the employees in the assault matter at The Pub.   
 
Mr Walsh undertook to provide an update on the status of 
whether Crown will proceed with having PSOs. 
 
The Chairman spoke to the status of the China investigation and 
the breadth of the documents and the complicated process of 
identifying relevant material in emails etc.  It is expected (as 
indicated by the VCGLR) that the VCGLR will provide Crown a 
draft report in February/March for Crown’s review and 

 

 

 

 

 

 

 

 

 

 

 

 
COO 

 

COO 

 

 

 

 

 

 

 

 

 

 

 

 
May 2019 

 

May 2019 

6

CRW.008.024.0975



CONFIDENTIAL – COMMERCIAL IN CONFIDENCE & SUBJECT TO LEGAL PROFESSIONAL PRIVILEGE  
 

5 
 
LEGAL_410161.2 

comment, which will then be provided to the Minister for 
Gaming. 
 
Jason O’Connor will be returning to work on Monday, 4 February 
2019 in a non-licensed function.   

There were no further comments raised by the Committee in 
respect of the Compliance and Regulatory Update and the paper 
was otherwise “taken as read”.   

5.2 Section 25 Recommendations 

The Committee reviewed the Status of Recommendations Table 
– which are all tracking to timeline.  Two of the 
Recommendations have been completed to date. 

6. Litigation Update 

The Chairman spoke to the Litigation Update.   
 

There were no further comments raised by the Committee in 
respect of the Litigation Update and the paper was otherwise 
“taken as read”.   

  

7. AML/CTF Update 

The Chairman noted that Crown has received notice from 
AUSTRAC of a compliance review of Perth, which they will 
undertake in June 2019. 
 
It was also noted that Melbourne is to host AUSTRAC’s ‘Financial 
Analyst Course’ participants, for a tour of the property and some 
compliance insights. 
 
Mr Barton queried the inaccuracies in Crown’s AUSTRAC 
reporting, that are identified and recalled. 
 
The Chairman outlined that the AML team reviews relevant 
reports and information from the Cage, Crown Rewards and 
Table Games teams to identify and correct errors prior to the 
reports being filed.  These reports that we lodged with errors (of 
which there are a limited amount) are recalled and corrected in 
accordance with AUSTRAC processes.  The Chairman advised that 
he had spoken to AUSTRAC about this and they were 
comfortable about Crown’s processes. 
 
There were no further comments raised by the Committee in 
respect of the AML/CTF Update and the paper was otherwise 
“taken as read”.   
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8. Health, Safety & Wellbeing Update 
 

Ms Manos queried whether we are addressing with the external 
cleaners their part in issues that arise – Mr McGregor undertook 
to review what follow-up and recourse we have had with the 
external cleaners. 

There were no further comments raised by the Committee in 
respect of the Health, Safety and Wellbeing Update and the 
paper was otherwise “taken as read”.   
 

 
 

CFO 

 
 

May 2019 

9. Responsible Service Update 
 

9.1 Responsible Gaming 

The Chairman noted that a draft Strategic Plan was being 
prepared as part of the s25 Review Recommendations. 
 
The Chairman spoke to the progress of the Crown Model. 
 
The Chairman passed out the ‘Responsible Gaming Information 
for Employees’ card, which was a response to improve staff 
knowledge on the floor. 
 
No response has been received from Anna Bardsley regarding 
Crown’s invitation to form the Crown Resorts Responsible 
Gaming Community Engagement Group.  Mr Felstead undertook 
to follow up with Karl Bitar, asking that he send a letter 
confirming what work has been done and extending the offer 
again. 
 
Crown has had positive progress with Alex Blaszczynski, he has 
asked to meet with Crown again to discuss the role and some 
minor matters. 

There were no further comments raised by the Committee in 
respect of the Responsible Gaming Update and the paper was 
otherwise “taken as read”.   
 

9.2 Responsible Service of Alcohol 
 
The Responsible Service of Alcohol Update was “taken as read”. 
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10. Emerging Risks 

Mr McGregor spoke to a Government initiated task force being 
put together around climate change and proposed that Crown 
review its risks regarding this. 
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11. Other Business 
 
No other business was raised. 

  

 

The next meeting is scheduled for 21 May 2019. 

 

There being no further business, the Chairman closed the meeting at 11:45. 

 
 
 
____________________________________  ___________________________________ 
Joshua Preston      Date 
Chairman 

9

CRW.008.024.0978







LEGAL_410163.3 

Community Engagement Group.  Mr Felstead undertook to follow 
this matter up. 
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Crown Melbourne 

Internal Audit Activity Report 

May 2019 

Agenda Item 3.1

13

CRW.008.024.0982

















  Internal Audit Activity Report 
  May 2019 
 
 

   9 of 11 
LEGAL_410167.3 

5. Additional Matters 
 
5.1 Internal Audit Framework 
 

A key area of focus for Internal Audit in FY19, is the development and implementation of an Internal 
Audit framework that can be utilised across all Crown entities. This will ensure audits are conducted 
following the same methodology and all deliverables are consistent.  
 
Some of the elements already implemented include: 
 

• Development of a new Internal Audit finding ratings matrix (Appendix 2) in accordance with 
the new risk framework. This has been utilised on all audits since October 2018; 

• Development of a new Group Internal Audit methodology, aligned across all properties, 
ensuring a consistent approach to the way audits are conducted and results reported; 

• Development of a new framework to give each Internal Audit report an overall rating; 
• Development of a new Internal Audit report format that will be utilised for all audits; 
• Development of standard deliverables (such as this Activity Report) across all sites; 
• Development of more Group audits covering all sites; 
• Development of an Internal Audit Plan monitoring and scheduling tool; 
• Internal Quality Assurance Program; 
• Reviewing all outstanding audit recommendations and the management of the follow-up 

process; and 
• Review of the internal audit planning methodology, including consideration for Group audits, 

and low risk ongoing monitoring activities. 
 
Some of the key tasks in progress are: 
 

• Building of the new methodology in CURA (a system based recording and reporting tool); and 
• Five-yearly external review of the Internal Audit framework during the first half of FY20. 

 
Ongoing updates on the progress of implementation of these elements will be provided to the 
Committee.   

 
5.2 Internal Audit Charter 

  
Due to the structural changes of the Internal Audit Department, specifically around the creation of a 
Group based function, the Internal Audit Charter is being updated to reflect this change with one 
single Charter created to cover the Group function.  
 
The Charter will require Crown Melbourne Board approval before implementation, with the 
Melbourne and Perth functions operating under their site specific Charters until such time as approval 
is obtained. 
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Appendix 1 – Overall Report Rating Definitions 

Excellent Processes and controls are adequate and operating effectively to mitigate key risks. 
There are no opportunities for improvement. 

Good Processes and controls are adequate and operating effectively to mitigate key risks. 
There are minor opportunities for improvement in some areas. 

Satisfactory An adequate control framework exists to effectively mitigate key risks.  There are 
opportunities for improvement in some areas. 

Improvement 
Required 

Although a control framework exists, a number of issues have been identified which 
require management attention. 

Seriously 
Adverse 

Key control issues have been identified which require immediate senior management 
attention. 
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Status of Internal Audit Recommendations  January 2019 Agenda Item 3.2 

Business Unit Audit Area Date Risk Audit Finding Title Audit Finding Rating Audit Recommendation Status Details Current Status Responsibility
Target Action 

Date

Current  Action 

Date
Property Services Indoor Air Quality 

Management 

Plan  Declared 

Smoking Areas

Jun 18 Risk of additional Federal / State

Government smoking po icy

restrictions (e g loss of Victorian

State Government approved

smoking exemptions permitting

designated ‘high roller’ smoking

areas within the casino complex

and / or restrictions to areas where

smoking is currently permitted) and

possible patron / employee litigation

(potentia ly impacting Crown

Melbourne’s financial performance

and reputation) through failure to

provide an environment for

employees and customers that

minimises recognised Indoor Air

Quality hazards  

Process Improvement Opportunity Review and update content of the Indoor Air Quality

Management Plan Declared Smoking Areas (IAQMP DSA)

to reflect current scope and processes References to the

following should be removed:

 “Night clubs” were referenced in sections 3 2, 3 3 3 2

Section “6 1 General Air Quality” and a l relevant

subsections: 6 1 1 and 6 1 2

Incorporate the review of scope and processes into the

annual IAQMP DSA review process to reflect current

procedures and to ensure that there are no inconsistencies

with the IAQMP General Areas

November 2018

Given the IAQQMP DSA was recently updated in February 2018  

the proposed changes are minor and wi l be actioned in the nex

major revision of the IAQMP DSA Internal Audit will follow up

again next year upon the scheduled review of the IAQMP DSA

It is well understood by management that General Air Qua ity and

the Night Club air qua ity scope falls under the IAQMP Genera

Areas Rev14

In Progress Craig Morris 30 Nov 18 30 Jun 19

Security Lost Property Jan 18 Risk of failure to account for and

record lost property movements and

potential financial loss through

reduced patronage and / or adverse

publicity

Process Improvement Opportunity A Lost Property Standard Operating Procedure should be

developed to ensure all aspects of lost property are

documented including storage procedures, management of

unclaimed cash and proceeds from the auction of valuable

items ($200 and above) and periodic spot counts of Lost

Property by Security Services Managers

November 2018

Due to changes in the Security department the development of

the Lost Property Standard Operating Procedure was deferred

unt l a new Security Operations Manager was hired A new Los

Property Standard Operating Procedure will be developed by the

new Security Operations Manager

May 2019

A new Lost Property Standard Operating Procedure has been

developed by the Security Operations Manager However the

SOP requires the approval of Legal before it can be put into use

In Progress Ricky Looi 31 Mar 18 31 Aug 19

Human 

Resources

Workers 

Compensation 

Payments

Dec 17 Risk of financial loss via processing

of fraudulent claims or incorrect

authorisation of claims

Process Improvement Opportunity Subject to feasib lity, Se f Insurance Management System

(SIMS) batch numbers be recorded in People Soft enabling

accurate reconciliation of the Workers Compensation

Clearing account and the ready ident fication (and

investigation of) any variances

November 2018

Peoplesoft Systems team is investigating the feas bility of the

request in collaboratrion with the Workers Compensation

department

May 2019

Peoplesoft Systems team investigated the feasibiliy of this

request and have stated that this request is not possible due to

imitations with the current version of the SIMS system The

current reconciliation process will remain in place for the future

Actioned Ne l Ahmed 28 Feb 18

Table Games / 

Gaming 

Machines / 

Hotels / Finance

Vouchers Dec 17 Risk of financial loss via fraudulent

or unauthorised use of vouchers

Low Inventory logs should be maintained by Hotels management

recording all voucher movements (Internal Audit review noted

no log recording holding of vouchers by Crown Promenade is

maintained; a log recording holding of vouchers by Crown

Metropol is retained in the secure area however, there is

currently no entry made when vouchers are transferred from

the secure area to he Front Desk)

November 2018

Inventory Logs for the management of vouchers have been

created at both Crown Metropol and Crown Promenade Both

properties implemented the Voucher Logs from July 2018

Internal Audit wi l follow up again to ensure he process is

completed correctly in the coming months

January 2019

Crown Metropol Log has been implemented and is being

ut lised correctly

Crown Promenade Log has been implemented but has no

been filled out consistently Promenade management wil

reinforce the importance of completing the log, Internal Audit wil

fo low up again

May 2019

Crown Metropol Log has been implemented and is being

ut lised correctly

Crown Promenade Log has been implemented and is being

ut lised correctly

Actioned Sevag Keroghlian 28 Feb 18

Legal & 

Regulatory 

Services 

Privacy 

Legislation

Jul 17 Risk of potential breach of Privacy

Act 1988 and resultant financial

penalty / reputation damage, and at

the extreme, action in the Federal

Court for enforcement of the

Privacy Commissioner’s

determination  

Moderate With the launch and rollout of ShareFile, current Drop Box

access (a personal cloud storage service (sometimes

referred to as an online backup service) that is frequently

used for file sharing and collaboration Dropbox allows users

with access to ‘drop’ documents into the account and access

them remotely, or permits access to an individual with the

Dropbox credentials, essentially bypassing Crown

Me bourne’s remote access protocols) users be migrated to

ShareFile (and remote access requested, as required) and

Dropbox access from Crown Me bourne disabled  

November 2018

Crown Melbourne employees are being transitioned from Drop

Box to ShareFile Employees are advised to transition to

ShareFile as they appear on the DropBox user ist which is

generated on a monthly basis, 231 employees used DropBox

during October 2018 Crown IT have stated this process

requires business executive decision to block Dropbox access

for employees Crown IT w ll continue to highlight the risk to the

business and transition employees to Sharefile with a long term

view of disab ing DropBox

May 2019

Crown Melbourne employees have been transitioned from Drop

Box to ShareFile Dropbox w ll remain active as some information

is maitained on dropbox Crown IT have stated business

executive decision is required to block Dropbox access for al

employees, until this decision is made Dropbox will remain

active Crown IT w ll continue to high ight the risk to the

business and transition employees to Sharefile with a long term

view of disab ing DropBox

In Progress Craig Preston / Sandy 

Assaf

31 Dec 17 31 Aug 19

(1) Audit Risk Rating = Consequence x L kel hood (H High S Significant M Moderate L Low)

(2) Audit Finding Risk Rating = Financial, Reputational and Customer Service impact (Fundamental, Material, Significant, Moderate, Minor) 2 of 3  25

CRW.008.024.0994
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Business Unit Audit Area Date Risk Audit Finding Title Audit Finding Rating Audit Recommendation Status Details Current Status Responsibility
Target Action 

Date

Current  Action 

Date
Finance Payro l Apr 17 Risk of financial loss via fraudulent

activity within the Payroll function  

Process Improvement Opportunity Subject to commercial and operational feasibi ity, where

possible, VIP International utilise established Crown

Me bourne forms and procedures (e g Workflow) for the

administration of the VIP International payroll, formalising

rela ed processes and (where applicable) providing a

cen ra ised location for he retention of information (currently

email is used in some instances to communicate Payrol

rela ed requests and approvals to the Payroll Manager)

November 2018

Utilisation of established Crown Me bourne forms and

procedures (e g Workflow) for the administration of the VIP

International payroll has been approved by both the Group

General Manager International Business Operations and Chief

Financial Officer and is in development by IT and Payro l Payrol

Manager advised that this process should be operational by the

current target date of December 2018

January 2019

Abscence Events for VIP International employees have been

bu lt into the Peoplesoft HR system The new build into

Peoplesoft HR is in its final stages of testing, by Peopleasoft HR

development team, with a current target operation date of end of

February 2019 Upon completion VIP International employees

will be able to input their leave requirements directly into the

system as per all salried employees

May 2019

Abscence Events for VIP International employees have been

bu lt into the Peoplesoft HR sys em VIP International employees

are able to input their leave requirements direc ly into the system

as per all salried employees

Actioned Nicola Saultry 31 Dec 17

All Business 

Units

Procurement Mar 17 Risk of financial loss via collusion

with existing or potential suppliers

Existing and potential suppliers

additionally pose a potential

reputational risk, requiring

appropriate analysis, monitoring

and management practices

Low A deadline for Zycus implementation should be determined to

providing a target date for completion An indicative 37 20%

(Crown Melbourne) and 27 01% (Crown Perth) of suppliers

(representing all spend over $100k in the period January

September 2016) currently have a contract loaded in Zycus,

requiring the ongoing focus of Procurement management to

ensure the timeliness of Zycus implementation, including

liaison with Legal & Regulatory Services / business units to

locate and upload existing contracts and the preparation,

execution and uploading of outstanding contracts, as

required

November 2018

Procurement complete a review of Zycus implementation on a

monthly basis Overall compliance at October 2018 for both

Crown Me bourne and Crown Perth suppliers is 59 9%

(representing all spend over $100k), based on contracted spend

as a percentage of total spend Procurement continues to

monitor Zyus compliance and will continue to educate the

business on the importance of uti ising Zycus

May 2019

Procurement complete a review of Zycus implementation on a

monthly basis Overall compliance at May 2019 for both Crown

Melbourne and Crown Perth suppliers is 80 1% (representing al

spend over $100k), based on contracted spend as a percentage

of total spend Procurement continues to monitor Zyus

compliance and will continue to educate the business on the

importance of ut lising Zycus

In Progress Ben Briggs / 

Rudni ski Enad

30 Jun 18 28 Feb 19

Security Security 

Operations  

Internal Control 

S atement 

May 12 Risk of potential non comp iance

with VCGLR approved Internal

Control Statement, and associated

penalties

Low Internal Control Statement Clause 2 1 5, requiring

independent review and verification of exclusion and self

exclusion statements (by a Victoria Police representative) be

updated to reflect current practices, including the exclusion of

Exclusion Orders issued via post, and verification of self

exclusion statements by a so icitor (in lieu of a Victoria Police

representative)

January 2019

Security Operations Internal Control Statement has been

redrafted and w ll be resubmitted to the VCGLR in January 2019

VCGLR fina isation and approval date is unknown at this point in

time

May 2019

The VCGLR has rejected the latest submission and the ICS is

being ameneded again by Compliance and Security

management

In Progress Sean Counihan 31 Aug 12 31 Aug 19

Security Security 

Operations  

Internal Control 

S atement 

May 12 Risk of potential non comp iance

with VCGLR approved Internal

Control Statement, and associated

penalties

Low Standard Opera ing Procedures covering Security Operations

be updated to (where applicable) reflect current practices

May 2019

Standard Opera ing Procedures are to be updated following

VCGLR approval of Security Operations Internal Contro

Statement above

In Progress Sean Counihan 31 Aug 12 31 Aug 19

(1) Audit Risk Rating = Consequence x L kel hood (H High S Significant M Moderate L Low)

(2) Audit Finding Risk Rating = Financial, Reputational and Customer Service impact (Fundamental, Material, Significant, Moderate, Minor) 3 of 3  26
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1.3. Corporate Risk Profile 

The table below presents the current Corporate Risk Profile (Residual) for Crown Melbourne 
as reported to the ERCC and Board in February 2019.   

The Detailed Audit Schedule presented in Section 2 below refers to these risks and outlines 
the Internal Audit strategy to provide Management and the Board with assurance over 
aspects of these risks. 
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Consistency of 
Operations: 

Whether changes or initiatives are currently being implemented or 
planned in the area.  

1.7. Other Audit Activities 

In addition to the conduct of audits as specified in the audit schedule below, the Department 
may also be involved in other activities during the course of executing this Plan, such as 
special or unplanned projects, follow-up of outstanding audit recommendations and guidance 
to Management in the development of policies & procedures. Resources required for, and 
priority assigned to other activities will be assessed using the criteria outlined above.   

1.8. Internal Audit Resources 

The Plan has been prepared on the basis that the following Group Internal Audit resources 
will be available to perform internal audits and other related activities as described above, 
across the key business operations of Crown Resorts:  

• One full time Group General Manager Risk & Audit;
• One full time Group Internal Audit Manager;
• One full time Senior Internal Auditor (Gaming); and
• Four full time Internal Auditors.

The majority of the work will be conducted across Crown Perth and Crown Melbourne, with 
an increase in the number of Group audits conducted across both properties. This will align 
with the increase in the number of functions that are now group roles and the organisation’s 
objective to standardise some of its activities as Sydney comes on board. 

Available audit days for internal resources have been calculated allowing for administration, 
training and leave entitlements (approximately 15% of total available time). 

1.9. Performance Measurement 

Measures have been included in the Department’s Individual Performance Evaluation Plans 
to measure the performance of the Department. These include: 

• Completion of the audit plan within budget;
• Satisfactory audit survey results;
• Timely issue of reports; and
• Identification of potential cost savings and process improvement initiatives.

Progress on the Plan is provided to the ERCC and the Board four times a year as part of the 
Internal Audit Activity Reports. 
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Crown Melbourne 
Agenda Item 4.1:  Strategic Risk Update 
May 2019 

 

Executive Summary 

Since the last report in February 2019, a number of internal and external events have materialised 
which have impacted the overall risk profile of the organisation, and particularly its material risk 
exposures.  

The key events that have taken place over the period include: 

• The disclossure of confidential discussions with Wynn Resorts Limited regarding a potential 
change of control transaction following approaches by Wynn to Crown which were 
subsequently terminated by Wynn.  

• Local economic conditions continue to be challenging, particularly in WA, with certain 
indicators continuing to show a downward trend. 

• The proposed new Enterprise Agreement (EA) to replace the Crown Melbourne Limited (CML) 
Table Games and Cage Area Managers EA 2015 is still being negotiated although the parties 
have progressed towards settling the terms of the new EA.  Although no steps have been 
taken at this stage to take industrial action, the risk remains heightened that this strategy will 
be utilised by unions during upcoming negotiations.   

• The main CML United Voice EA 2016 and the CML Property Services and Technicians EA 2015 
nominally expire on 1/7/19 and 30/6/19 respectively. 

• The VCGLR fined Crown $25,000 for failing to notify the VCGLR, in accordance with Internal 
Controls, of the registration of a new junket operator.  

• The Victorian Commission for Gambling and Liquor Regulation (VCGLR) has concluded its 
investigation into allegations raised by Mr Andrew Wilkie MP in April 2018 regarding plastic 
picks being used on continous play machines and multiple loyalty cards issued to patrons with 
respect of Crown Melbourne.  The VCGLR found that there was no case to answer with regard 
to multiple cards.  The VCGLR determined that the picks were unapproved gaming equipment 
and that their published Rules for Crown permitting the use of a device for the depressing and 
holding down of a gaming machine button should not be considered approval of Crown’s 
device for the depressing of a gaming machine button.  Although they consider Crown to be in 
breach of the requirement to have gaming equipment approved, they will not be taking 
disciplinary action.  As a result Crown was issued with a Direction prohibiting the use of  
“button picks or like items (being any item or device designed to hold down or continuously 
depress an electronic gaming machine button)” at Crown.    

• No further update has been received regarding the VCGLR’s investigation into an electronic 
gaming machine which the VCGLR alleges was operating in ‘Unrestricted Mode’, without Your 
Play functionality activated. 

• As part of its China investigation, the VCGLR made a further request for information which 
Crown responded to on 5 December 2018.  The VCGLR has not yet finalised its report and will 
provide a copy of the draft report to Crown for comment prior to settling it.  The final report 
will be sent to the Minister for Gaming.  
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Crown Melbourne Corporate Risk Map –May 2019

Almost 
certain

Likely

16- Harm to persons on property 14 - Major reputational damage

Lik
el

ih
oo

d

Possible

9 - Loss of key management
15 - Poor people management 
practices

6 - External disruption to 
demand for our services
7 - Physical Business Disruption
8 - IT business disruption
11 - Litigation
12 - Major criminal activities
13 - Ineffective responsible 
service of gaming (RSG)
18 - Industrial action
23 - Failure in responsible service 
of alcohol (RSA)

1 - Material breach of gaming and 
other relevant legislation 
/regulation
2 - Changes in key legislation or 
regulatory requirements
5 - Poor credit or investment 
decision
21 - Data misuse
22- Breakdown in relationship 
with key government, legislative 
or regulatory body

3 - Act of terrorism on Crown 
property 
4 - Volatility of gaming revenue

Unlikely

17 - Breakdown in strategic 
partnership with third party
19 - Unsustainable 
environmental management and 
ethical standards

10 - Reduction in property 
standards

Rare

20 - Aviation accident

Insignificant Minor Moderate Major Severe

Consequence
Legend:

Critical Risk
High Risk

Moderate Risk
Low Risk

Oversight by the RMC/Board
Managed by CEO and relevant EGMs
Managed by BOT members
Managed as part of BAU

Material Risks
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12 Major criminal activities 

The risk that a major criminal act or activities occur at Crown, involving either 
patrons, employees or both, such as: 
- major fraud (employee, patron and/or collusion); 
- loan sharking; 
- organised crime; 
- money laundering; 
- violet act (active shooter) - not related to terrorism; 
- gaming scams. 
These activities could result in injury to people, financial loss and reputation 
damage. Ultimately, such activities (if widespread) could impact on Crown's 
probity and suitability to hold casino and liquor licences. 

13 Ineffective responsible 
service of gaming (RSG) 

The risk that Crown does not provide its business activities to its customers in a 
responsible manner, resulting in patron harm and ultimately, potentially impacting 
the suitability of Crown to continue to hold its casino 

14 Major reputational 
damage 

The risk of major reputational damage caused by an incident relating to, for 
example: 
- Crown's inappropriate conduct (perceived or actual) 
- Inappropriate conduct on Crown's premises 
- Crown's association with disreputable third parties 
- Crown's perceived conflicts of interest in major transactions or supplier 
arrangements 
- Publication of Crown's customer or other sensitive business data 
- Inappropriate social media posts 
- Social media complaints go viral 
- Irresponsible or inappropriate marketing activities 
 
This could ultimately result in reduced customer visitation (and hence revenue), or 
increased regulator scrutiny over Crown's suitability to continue to hold 
gaming/liquor licences. 

15 
Poor people 
management practices 
(capacity and capability) 

The risk that Crown is unable to establish and maintain a safe and appropriate 
staffing base to effectively and efficiently operate, resulting in low morale, high 
turnover and the inability to achieve business objectives. 

16 Negligent harm to 
persons on property 

The risk that employees, contractors, customers and other third parties are 
harmed (injury or death), whilst on Crown property, as a result of: 
- unsafe work practices 
- unsafe work environments 
- unsafe "front of house" environments for customers or other visitors 
- poor maintenance and cleaning practices throughout the property 
- poor safety culture 
- poor food safety and hygiene practices 

17 
Breakdown in strategic 
partnership with third 
parties 

The risk that third parties with whom Crown engages, do not fulfil their obligations 
to the required standard, impacting on the ability for Crown to continue to 
operate effectively or exposes Crown to integrity issues and reputation damage. 
 
This could be the result of poor selection and engagement practices, and poor 
ongoing management of the third party relationships. 
 
Examples include: 
- Vendors supplying goods and services which are not fit for purpose, to a low 
standard, compromising compliance requirements and customer service 
- Continuity of supply issues for critical items such as playing cards  
- inappropriate practices of vendors/consultants/intermediaries representing 
Crown, such as bribery 
- Inability to source equipment / new products suitable for Crown's business 
- Unsuccessful tenancies resulting in loss of valuable tenants  
- Tenants do not comply with Crown's requirements, resulting in a breach of 
tenancy agreements and potential exposing Crown to various legal risks  
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18 Industrial Action 

The risk that industrial action is taken by employees, impacting on customer 
service and/or the ability to continue operations in the short term. It could also 
result in adverse media. 
This could be caused by poor relationships between Crown and the various 
unions; disgruntled employees; or in response to specific incidents. 

19 

Unsustainable 
environmental 
management and 
ethical standards 

The risk that Crown does not appropriately or effectively manage its impact on the 
environment, resulting in an environmental incident, non compliance with 
Environmental laws and regulations, and/or reputation damage. (for example, a 
sewage, diesel or toxic substance spillage.) 
It also includes consideration for sustainable business practices in the matters of 
human rights and integrity. 

20 Aviation accident 

The risk that an accident occurs involving either a Crown owned jet or a Crown 
chartered jet, resulting in death or significant injury, reputation damage and 
litigation. 
Crown currently owns and operates 3 jets and 1 helicopter. 

21 Data misuse 

Accidental or intentional leak of patron or other business sensitive data to 
individuals or organisations who should not have access and who may use this 
information maliciously. 
This may ultimately result in a breach of the Privacy Act, and/or significant 
reputation damage. 

22 

Breakdown in 
relationships with key 
government, legislative 
or regulatory bodies 

Crown operates in many jurisdictions, and has to engage with a large number of 
government, legislative and regulatory bodies. A breakdown in these relationships 
could lead to targeted reviews, investigations, or actions by these bodies that 
could materially affect Crown‘s operations and reputation. 

23 Failure in responsible 
service of alcohol (RSA) 

The risk that Crown does not deliver its business activities to its customers in a 
responsible manner, resulting in patron harm and ultimately, potentially impacting 
the suitability of Crown to continue to hold its liquor licences. 
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CROWN MELBOURNE LIMITED 

To: Executive Risk and Compliance Committee 

From: Anne Siegers 

Date: 13 May 2019 

Subject: Risk Management Strategy 

As part of the program of work that has been undertaken since December 2017 to review and enhance the 
Risk Management Framework of Crown, a number of steps have already taken place to increase the quality 
of documentation and formalisation of our risk practices. 

Some of the elements that have been and continue to be implemented include: 

• Enhancement and restructuring the risk team, with the recruitment of a Group General Manager -
Risk and Audit, 2 Risk Managers and a Risk Analyst.

• Introduction of the CURA Enhancement Risk Management system to Crown Melbourne.

• Creation of 7 risk categories.

• Articulation of a Risk Appetite around those 7 categories.

• Translation of that Risk Appetite into an updated Risk Matrix, used to rate all things risk.

• Update of the Crown Melbourne Corporate Risk Profile.

• Creation of individual Executive Risk Profiles below that, and creation of individual operational risk
profiles below that layer to create a systematic top down and bottom up structure.

• Creation of the ERCC, to enhance the governance framework.

• Review, enhancement and harmonisation of risk reporting.

One of the major next steps, is the introduction of a Risk Management Strategy (RMS) document, which 
formalises the fundamental expectations of the Crown Resorts Limited Board, in relation to the key 
elements of the Risk Framework.  

The document has been reviewed by an external party, as part of the recommendations from the VCGLR’s 
s25 Review of Crown Melbourne, with relevant amendments to be incorporated. It will be presented to the 
Crown Resorts Risk Management Committee for approval in due course. 

Kind Regards 

Anne Siegers 
Group General Manager - Risk & Audit 

Agenda Item 4.3
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1. Compliance Framework Status

Business units who have been integrated to the business wide compliance framework to
date include:

 AML/CTF
 Cage
 Events and Conferences (Survey’s

deployed in May.  Annual
Compliance Plan to be signed 15
May 2019)

 F&B (3 distinct sections)
 Finance
 Gaming Machines
 Gaming Machines Product
 Health and Safety
 Regulatory and Compliance
 VIP International
 IT
 Marketing (Gaming and Non-

Gaming)

 Hotels
 Procurement
 Property Services
 Responsible Gaming
 Security
 Surveillance
 Table Games
 Human Resources
 Gaming Machines Technical

These departments have prepared and are completing monthly compliance surveys and 
reporting into the Compliance Committee. 

Annual Compliance Plans for the above departments have also been drafted, finalised and 
signed by the Compliance Officers and relevant Executive General Managers/General 
Managers.  

The Health and Safety Survey has now been developed (a survey that goes out to all 
Department to answer H&S questions).  In addition, a fraud related question has been 
incorporated into quarterly surveys and a once off PCI question was included to assist IT in 
their PCI compliance project. 

Material and other relevant matters from the Monthly Compliance meetings are reported 
on in Section 4 below. 

2. Compliance Framework Next Steps

During the next reporting period, it is expected that Annual Compliance Plans and
compliance surveys will be finalised for the following departments:

 Legal  (drafted – to be signed shortly)
 Projects
 Showroom
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In addition, the Requirements Register (which prioritises from a compliance perspective all 
regulatory and legislative requirements) has been reviewed in conjunction with the Risk 
and Audit Department and will be tabled to this Committee in an upcoming meeting. 

Compliance surveys and Annual Compliance Plans for all departments will continue to 
evolve over time as a result of incidents, the legislative and regulatory environment and 
changing business practices.  All Departments will review their Annual Compliance Plans, 
with a view to sign-off for the end of the Financial Year.  New Annual Compliance Plans for 
each business unit will be drafted in and signed-off in Q1 of FY20. 
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5. Regulatory Matters

Your Play

On 5 October 2018, the VCGLR (Compliance Director) wrote to Crown making enquiries
of a preliminary nature, regarding the operation of the Your Play Pre-commitment
Scheme at the Casino.  The queries concerned multiple cards; active Your Play members;
number of Casual Cards etc. and largely sought data, training and directions provided to
staff and operational information; however, no allegations were made as to any wrong
doing by Crown.

Crown responded to the VCGLR’s letter on 26 October 2018, providing the information
and data as requested.

As of 13 May 2019, no further comment has been received from the VCGLR.

Section 25 Review

 The VCGLR concluded its Sixth review of the Casino Operator and Licence, pursuant to s
25 of the Casino Control Act, for the period covering 1 July 2013 to 30 June 2018 (the
Review was undertaken by a team headed by Robert Chappell (ex-CEO of the South
Australian Regulator)) (VCGLR Report). The VCGLR Report, with Crown’s Response
appended, was published on Friday, 3 August 2018.

 The VCGLR’s Report (as anticipated) had a significant focus on RSG and Crown’s Risk,
Governance and Compliance processes/frameworks.  The VCGLR’s Report also covered
the outcome of the VCGLR’s investigation of the Wilkie allegations, finding that (setting
aside the Blanking Button issue) all allegations were unfounded and/or misconceived.

The VCGLR’s Report contains 20 Recommendations, which Crown has accepted and is
currently working through internally and is engaging with the VCGLR on.  To date,
Recommendations 1 & 2 have been completed.  Almost half of the Recommendations are
due for completion by 1 July 2019.  Attached at Agenda Item 5.2 is a table detailing the
status of Crown’s progress and commentary on the Recommendations.

China Matter

It is expected that the VCGLR will shortly be finalising its draft report, which will be
provided to Crown and Crown will be invited to make submissions.  The finalised report
will be sent to the Minister for Gaming.

There has been no progress with former China based staff member Jenny Jiang.

April/May 2018 Wilkie Allegations

Allegations of compliance breaches were raised by Mr Andrew Wilkie MP relating to the
use of Crown issued plastic picks to hold EGM buttons down for continuous play and
multiple loyalty cards issued to patrons.

81

CRW.008.024.1050



LEGAL_410170.4 
Page 28 of 30 

On 7 March 2019, the VCGLR concluded that button picks are considered gaming 
equipment pursuant to the Casino Control Act, and that section 62 of the Act requires 
that all gaming equipment must be approved (but has determined not to take disciplinary 
action on this occasion).    The VCGLR issued a Direction to Crown under s 23 of the Act, 
which requires Crown to: 1. Crown must not issue or supply to patrons any button picks 
or like items (being any item or device designed to hold down or continuously depress an 
electronic gaming machine button) for use on any electronic gaming machine in the 
Melbourne casino;  2. Crown must take all reasonable steps to ensure that button picks or 
like items (as described above) are not used by patrons for gaming on electronic gaming 
machines in the Melbourne casino.  

Crown was further required to provide a report to Mr Ockwell, Director, Compliance, by 8 
April 2019 detailing the steps taken by Crown to comply with the Direction.  On 8 April 
2019, Crown responded to Mr Ockwell, outlining the measures in place to address the 
Direction.  No feedback has been received from the VCGLR concerning Crown’s report. 

On 21 March 2019, the VCGLR wrote to Crown advising that it had concluded its 
investigation into the issue and use of multiple player cards and found that Crown had 
not contravened any Victorian laws.  The VCGLR further noted that they have referred 
the matter to the Victorian Department of Justice and Community Safety to determine 
whether regulatory reform was necessary. 

Poker Tax 

The VCGLR claims that Crown is required to pay Gross Gaming Revenue (GGR) gaming tax 
on the entry fee component of poker tournaments held at Crown.  Crown has disputed 
that entry fees are subject to gaming tax, primarily based on: 

• For a number of years in times past, the Rules for Poker Tournaments, approved by
the VCGLR, specifically provided that GGR did not apply to the entry fee;

• The ATO has declared that the entry fee component is ‘not a gambling supply’ and is
therefore subject to GST;

• The fee does not fit the definition of GGR or gambling, in that there is no possibility
of a return from paying the fee as it is not wagered; and

• The VCGLR has determined that poker tournaments where the buy-in is returned to
players as prizes which are permitted outside the casino, are not subject to gambling
regulation or a casino licence and are not subject to a gaming tax.

The VCGLR has raised the matter periodically over more than 11 years and on 2 May 
2018 served Crown with a Notice pursuant to s 26 of the Casino Control Act 1991 (Vic) to 
provide certain data for an assessment to be made.  Crown responded to the Notice 
providing the first of two large tranches of data covering 2014 to 2018.   
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A second tranche of data, covering the period 2010 to 2014 was subsequently provided 
and Crown advised the VCGLR that no further data was available for the years preceding 
2010, as it had either been destroyed and/or it is now unreadable, as Crown no longer 
had the historic systems required to read it (note that Crown is only required by the 
Casino Control Act to keep data going back 7 years (8 years of data was provided)). 

On 6 September 2018, the VCGLR again wrote to Crown querying the circumstances of 
the destroyed and unreadable data.  In preparing the response to this letter, further 
detail was sought from the IT Department and an experienced employee who had 
recently returned to the relevant IT team was able to write code to extract further data 
going back to 2003.  Crown subsequently wrote to the VCGLR explaining that further data 
had become available and that data was provided.   

On 5 December 2018, the VCGLR (Chairman) again wrote to Crown, seeking detail as to 
what steps would be required to recover the unreadable data; what would be the cost of 
rebuilding the system and what amount of time would it require (it is notable that the 
period for which this information was sought was for between 16 and 22 years ago – the 
Casino Control Act requires the retention of the material for 7 years). The letter sought a 
further tranche of data (under s 26 Notice) (for the period since data was last provided) 
and required Crown Melbourne to commence reporting the taking of Poker Tournament 
Entry Fees in its usual Gross Gaming Revenue (GGR) report.  Crown replied on 19 
December 2018, providing all of the information requested – Entry Fees will be reported 
in the GGR report, but will not form part of the calculation.  Crown has not yet received a 
response to its letter. 

No further update has been received from the VCGLR. 

EGM Continuous Play 

On 27 September 2018, the VCGLR served Crown with a Notice pursuant to s 26 of the 
Casino Control Act 1991 (Vic) to answer questions and provide data concerning EGM 
C8308, which the VCGLR allege was identified by Government Inspectors as operating in 
‘Unrestricted Mode’, without YourPlay functionality activated.  Crown investigated the 
machine with its Approved Testing Facility (ATF) (BMM) and the machine’s manufacturer 
(IGT).  It was identified that the machine was not operating in unrestricted mode, 
however, it had a wiring fault, which meant that when a particular button was held 
down, it performed as if continuous play was in operation.  It should be noted that s 
62AB of the Casino Control Act 1991 (Vic) provides: 

(2) A casino operator must not allow a game to be played on a gaming machine 
unless each spin can be initiated only by a distinct and separate activation of the machine 
by the player (whether by pushing a play button, touching the screen or otherwise). 

Crown responded to the Notice, advising that it was as a result of a machine hardware 
fault and also provided a copy of the manufacturer’s report into the machine.   

On 20 December 2018, the VCGLR (on-site Inspectorate) wrote to Crown requesting 
clarification on several matters relating to this incident and an explanation as to why 
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Crown breached s 62AB(2) of the Casino Control Act 1991 (Vic) [a casino operator must 
not allow a game to be played on a gaming machine unless each spin can be initiated 
only by a distinct and separate activation of the machine by the player].  On 8 January 
2019, Crown responded to the letter dated 20 December 2018, reinforcing its position as 
documented in Crown’s initial response dated 11 October 2018.  No reply has yet been 
received from the VCGLR. 

As a consequence of this matter; on 19 November 2018 the VCGLR (Director, 
Compliance) wrote to Crown advising that they are continuing to investigate the 
circumstances relating to the malfunction of EGM C8308.  In this letter, the VCGLR sought 
further information from Crown as to whether regulation 18(6) of the Gambling 
Regulation (Pre-commitment and Loyalty Scheme) Regulations 2014 have been complied 
with.  On 18 December 2018, Crown responded asserting that no breach of Reg. 18(6) 
had occurred and attaching the VCGLR’s approval of the current operating format.  No 
response has yet been received from the VCGLR. 

As a result of this issue, various audits and reviews of similar machines have been 
undertaken.   

As of 13 May 2019, no further update has been received from the VCGLR. 

6. Legislative Update

Proposal to Restrict Cash Transactions

The Federal Treasury Department issued a paper titled “Introducing an Economy-Wide
Cash Payment Limit; Government Response to the Black Economy Taskforce Final
Report” dated 23 May 2018 inviting submissions from the public (which were due by 24
June 2018).

Included in the resulting report is a proposal to restrict cash transactions for goods and
services to under $10,000, to address its concerns around the black economy.  All
transactions over $10,000 are proposed to be by electronic transfer only.

Crown prepared a joint submission with The Star Group and Sky City to the Treasury
Department seeking an exemption to the $10,000 proposal on the basis they are already
major reporters (with the banks and payment providers who are to be exempt) to
AUSTRAC.  To date, the Treasury Department has not provided its formal response.
Informal discussions continue between Crown, the Treasury Department and AUSTRAC.
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1. AUSTRAC  
 

(a) AUSTRAC Compliance Assessments 
 
AUSTRAC has advised Crown that it will be conducting a Compliance Assessment on Crown 
Perth in October 2019 (having deferred the June assessment following discussion with 
Crown). This review will consider, amongst other matters: 
 
• the Joint AML/CTF Program; 
 
• the results and progress of the new automated transaction monitoring program (see 

section 7(a) below); and 
 
• staff training initiatives. 
 
Whilst this Compliance Assessment is to be largely focused on the Crown Perth operations, 
we should expect AUSTRAC to make enquiries in respect of the Group in respect of the 
matters listed above. 

 
(b) AUSTRAC enquiry – Suncity 
 
We have had no further correspondence with AUSTRAC on this matter.   
 
(c) Fintel Alliance 
 
We have been advised that, due to a reconsideration of composition and role of the Fintel 
Alliance, AUSTRAC were not progressing with new invitees at this point.  
 
In its discussions with AUSTRAC, Crown Melbourne was advised that this was not a reflection 
on Crown and entirely an internal matter for AUSTRAC and the strategic direction of the 
Fintel Alliance going forward. 
 
(d) AUSTRAC relationship 
 
Crown Melbourne recently carried out a familiarisation tour with representatives from 
AUSTRAC (including the Deputy CEO) together with a presentation on the proposed 
transaction monitoring automation solution.   
 

2. AUSTRAC Reporting and Program Matters 
 
(a) Reporting statistics (January 2019 – April 2019) 
 
The following table shows the number of Suspicious Matters Reports (SMR), Threshold 
Transactions (TTR) and International Funds Transfer Instructions (IFTI) reported to AUSTRAC 
since 1 January 2019 (reported by transaction date): 
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4. Customer Due Diligence 

 
(a) Sanctions and PEP Screening (as well as other official lists) 
 
Crown Melbourne and Crown Perth screen new and active customers against Dow Jones, in 
compliance with our AML/CTF Program and our AML/CTF Act and Rules obligations. 
 
These new and existing customers are extracted from our SYCO database on a daily basis 
and, from this month, are uploaded on an automated basis. Results of the screen are then 
alerted to the AML Team for further actioning through the Dow Jones system.  Appropriate 
quality checks will be implemented to ensure that automation operates as anticipated. 
 
The VIP / Credit Control Team continues to screen identified VIP patrons through Dow Jones 
and alerts the AML Team (amongst others) of any relevant result for actioning. 
 
(b) AML/CTF Patron Risk Register 

 
As foreshadowed, Crown Melbourne continues its investigation of the extension of the 
Crown Perth Customer Risk Register (through the use of CURA) to Crown Melbourne, which 
will involve the exporting of relevant customer data from SYCO. This investigation includes a 
consideration of CURA’s capacity to integrate with Crown’s systems and how that 
integration might operate. 
 
(c) Enhanced Customer Due Diligence 
 
No matters to report on in this reporting period. 
 

5. Existing Designated Services 
 
The annual risk assessment of Crown Melbourne’s ML/TF risks, conducted by the AML Team 
in conjunction with the Business Units (and this year, looking at the ML/TF risks presented 
across both Crown Melbourne and Crown Perth on a group basis) was completed in May 
2019. 
 
This updated register will shortly be distributed to each of the Business Units, and will be 
incorporated into the Joint AML/CTF Program supporting documentation. 
 

6. New Designated Services (or new methods of delivery of existing) 
 
A number of Gaming Initiative Forms have been considered by the AML Team since the last 
meeting of the ERCC including: 
 
• Approval of DACOM testing to ensure ‘lock up’ of EGMs at $10k and $75k operates as 

expected (testing of existing control).  
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• Approval of the ability of a Patron or Customer to purchase TITO Ticket at the Cage in 

Teak. TITO Tickets (or “Gaming Tickets”) are presently available for purchase by 
Customers in the Mahogany Room. Training will be provided to relevant Cage staff in 
Teak on potential ML/TF risks presented by this service. 

 
• Approval of improvements to the MICK system. The contemplated improvements allow 

for scenarios and colour coding of MICK (to alert staff to whether the individual is 
permitted to enter a VIP room), and to display the Customer’s current program, 
privileges and entitlements. 

 
7. IT Matters 

 
(a) AML Sentinel Project 
 
AML Sentinel, developed by the IT and AML Teams utilising the SPLUNK software system, is 
presently in user acceptance testing by the AML Team.  
 
The transaction monitoring system will, in due course and following user acceptance and 
necessary approvals, replace the very manual and time consuming historical – compliant - 
transaction monitoring system in Melbourne (which involves the manual review by Crown 
Melbourne staff of system-generated transactional data, involving a substantial number of 
false positive results as a consequence).   
 
(b) Duplicate patron accounts: roll out of CPP 
 
No further update following the last meeting of the Committee, other than CPP is now 
scheduled for a delivery date of June 2019 and the AML Team will participate in relevant 
UAT in May 2019. 
 
Due to an identified dependency (testing), the ‘merge’ of the ‘merge and close’ project is to 
be implemented concurrently with the CPP delivery.  Both projects remain subject to 
appropriate Business Unit approvals prior to roll out. 
 

8. Countries  
 
The AML/CTF Program provides that the risk of particular jurisdictions is considered (once 
known) by utilising recognised lists published by relevant Government authorities. 
 
Where appropriate, the jurisdiction of a customer may prompt further investigation of a 
customer and/or gaming activity, which in turn may affect the overall ML/TF risk of a 
customer. The AML Team looks at the country of origin of a customer as part of daily 
transaction monitoring. 
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In respect of the two non-compliances listed above: 
 
• “failure to obtain the residential address”: other than remedial training for the relevant 

staff member, Crown Melbourne has included a notation on the number for the patron 
to obtain the residential address when the person is next at Crown. When this has 
occurred, Crown Melbourne will recall the prior TTR from AUSTRAC, update the 
residential address and resubmit; and 
 

• “expired ID”: Crown Melbourne has obtained updated Appropriate ID from the 
Customer. 

 
10. Training 

 
As advised, applicable staff are enrolled in the AML online course every two years from the 
date of their initial enrolment. A list of the employees who have not completed their on-line 
courses is sent to the department managers each month.  
 
In addition to our AML/CTF Risk Awareness Training, Crown Melbourne is providing (or is 
shortly to provide) focused AML/CTF training or communications to particular departments, 
referable to identified potential ML/TF risks as well as on identified areas for improvement 
(for example, IFTI and TTR reporting).  
 

11. Legislative Changes and other relevant information 
 

(a) Updates to the AML/CTF Act 
 
There has been no update to the AML/CTF Act (or any potential changes thereto) since the 
last meeting of the Committee.  
 
(b) Updates to the AML/CTF Rules 
 
A new compilation of the AML/CTF Rules was released on 1 May 2019. This new compilation 
does not impact upon Crown Melbourne’s operations. 
 
(c) AUSTRAC Restructure 
 
Following the last meeting of the Committee, AUSTRAC has implemented a restructure of its 
Regulatory Supervision team along industry lines. 
 
As a result, the Crown Reporting Entities are now overseen by the Regulatory Supervision – 
Gambling Team, managed by Ms Briony Olmedo. Ms Olmedo has been involved in prior 
compliance assessments of Crown Melbourne and has a good knowledge of casino, 
wagering and gambling operations. As recently as 2 May 2019, we have taken Briony and her 
team through Crown Melbourne’s operations and the contemplated updates to our 
transaction monitoring system. 
 

120

CRW.008.024.1089



 
 

LEGAL_409931.3 

Janet McCarthy, formerly the Director of Major Reporters, Compliance (and to whom Briony 
reported), has recently left AUSTRAC for a senior AML role at ANZ. Her replacement is yet to 
be announced. 

121

CRW.008.024.1090





 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 

Crown Melbourne 
Agenda Item 9.1:  Responsible Gaming Update 
February 2019 – April 2019 

 
1. Initiatives and Activities 
 

Section 25 Review Recommendations 
 
 Crown Melbourne is continuing to progress the implementation of the 11 Responsible 

Gaming Recommendations (s25 Recommendations) made by the Victorian Commission for 
Gambling and Liquor Regulation (VCGLR) in its Section 25 Review.   
 
A copy of the s25 Recommendations Progress Report is attached, which was provided to the 
VCGLR on 2 May 2019. 

 
Crown Model 

 
 The Crown Model trial is continuing.  The Responsible Gaming team is currently working 

with the eighth data set of 100 members that has been provided by the Customer Analytics 
team.  With each data set, data and operational refinements are being made.  These are a 
product of the monthly meetings with the Customer Analytics and Responsible Gaming 
teams.   
 
The Crown Resorts Responsible Gaming Board Committee has requested that the Chair of 
the Responsible Gambling Advisory Panel (see section 2 below), review the Crown Model 
Trial. 

 
2. Stakeholder Engagement 

 
Victorian Responsible Gambling Foundation (VRGF) 

 
 On 18 March 2019, the Minister for Consumer Affairs, Gaming and Liquor Regulation, the 

Hon. Ms Marlene Kairouz announced the appointment of Shane Lucas as the Victorian 
Responsible Gambling Foundation’s new Chief Executive Officer.  Mr Lucas has held 
executive and senior management positions in the non-government, government and 
private sectors since 2000. He served as CEO of Early Learning Association Australia from 
2013 to 2017, and most recently was a full-time member of the Administrative Appeals 
Tribunal. 
 
Mr Lucas is visiting Crown Melbourne on 28 May 2019, to meet with Crown Senior 
Management and for a tour and presentation on Responsible Gambling. 

 
Responsible Gambling Ministerial Advisory Council (RGMAC)  

 
 There have been no RGMAC meetings in the reporting period.   

 
Separately, Barry Felstead wrote to Minister Kairouz to recommend the appointment of 
Chris Reilly, the recently appointed General Manager – Tourism, Crown Resorts, to the 
RGMAC in place of Sonja Bauer.  Sonja Bauer has resigned from her position on the RGMAC. 
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Responsible Gaming Advisory Panel 
 
 The establishment of the Crown Resorts Responsible Gaming Advisory Panel (the Panel) is 

progressing.   
 
Prof. Alex Blaszczynski has agreed to Chair the Panel. Prof. Blaszczynski visited Crown 
Melbourne in April and briefly in May to undertake some initial meetings to familiarise 
himself with Crown Melbourne’s operations and to provide feedback on the  progress of the 
s25 Recommendations and the Crown Model.  
 
Additionally, Barry Felstead and Prof. John Horvath have liaised with two other proposed 
Panel members, Ass. Prof. Paul Delfabbro and Prof. Lia Nower and have recommended their 
appointment as members of the Panel, which was settled at the Crown Resorts Responsible 
Gaming Committee Meeting on 3 April 2019. 
 
All appointments have now been ratified and a first meeting is in the process of being 
scheduled. 

 
Australasian Gaming Council (AGC) 
 
 The AGC is currently reviewing its Charter and Strategy for Responsible Gambling.  The AGC 

Board, of which Crown Resorts is a member, appointed a Responsible Gaming Executive 
Committee (RGEC) to contribute to the review, of which Sonja Bauer is a member.  The RGEC 
commenced work in July 2018, and most recently met on 1 April 2019, to finalise the draft 
for presentation to the AGC Board.  
 
The RGEC participants include Gaming Technologies Association, Australian Hotels 
Association NSW, Aristocrat Technologies, The Star Casinos, Tabcorp, ALH Group and Crown 
Resorts.   

 
3. Regulatory updates 

 
Button Picks 

 
 In 2018 the VCGLR commenced an investigation into the use of button picks by patrons at 

Crown Melbourne which it recently completed. 
 
On 7 March 2019, the VCGLR issued a direction to Crown Melbourne to cease and prevent 
the use of button picks and made a public announcement on their website.  The 
announcement notes that Crown Melbourne voluntarily ceased the issuance of button picks 
“before the commencement of the investigation”.  Crown ceased issuing button picks in 
February 2018, well before either the investigation started or Andrew Wilkie raised the 
issue. 
 
No formal disciplinary action has been taken. 
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The Department of Justice and Community Safety (DJCS) (Vic) 
 
 Cate Carr, who has led the DJCS’s Liquor, Gaming and Racing Division for the past five years, has 

resigned from her position as Executive Director, Liquor, Gaming and Racing.  Simon Cohen has 
been appointed Deputy Secretary, Regulation, DJCS.  Josh Preston and Chris Reilly have had an 
introductory meeting with Mr Cohen, who is scheduled to visit Crown Melbourne in mid-June 
2019 to meet with Crown Senior Management and for a tour of Crown Melbourne and a 
presentation on Responsible Gambling. 

 
Liquor and Gaming and the Office of Responsible Gambling (NSW) 

 
 On 20 March 2019, Natasha Mann Executive Director, Regulatory Policy & Strategy, Liquor 

and Gaming NSW and Natalie Wright, Director, Office of Responsible Gambling, visited 
Crown Melbourne.  The visit included a property tour, as well as a presentation pertaining to 
the Facial Recognition Technology currently in use at Crown Melbourne.  The visit concluded 
in the Responsible Gaming Support Centre, where the Responsible Gaming Framework was 
discussed.  Ms Mann will be visiting Crown Perth for a similar tour in May 2019. 
 

VCGLR – approval of Responsible Service of Gaming (RSG) Training 
 
 Discussion with the VCGLR in relation to the five-yearly approval of Crown Melbourne’s RSG 

Training program have commenced.  The VCGLR will be involving the VRGF for external 
expert advice, similar to the previous approval discussions. 

 
4. Research and Industry Participation 

 
Conference  
 
 Sonja Bauer participated in a Panel Discussion on Responsible Gambling (RG) – Assessing the 

importance of healthy and responsible players for your business at the Gaming, Racing and 
Wagering Conference held in Brisbane on 26 February 2019. 
 

VRGF 
 
 Sonja Bauer attended the VRGF ‘Issues Based Gambling Industry Engagement Forum - Land 

Based’ on 27 February 2019.  The Forum is held semi-annually and the focus for this Forum 
included: venue staff and risk; gambling related stigma and impact on help seeking; and 
Industry linkages with support services.  
 

 Chris Reilly attended the VRGF ‘Gambling Industry Leaders Meeting’ held 21 March 2019.  
The meeting is held semi-annually and the focus for this meeting included the movement 
towards a ‘cashless society’; land-based gambling forms noted their need to innovate to 
attract a customer base and to compete with the online gambling environment; and the use 
of technology and data to monitor gambling involvement and responses to potentially 
harmful gambling. 
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5. Internal Audit Activity 
 
 Internal Audit activity in this period consisted of spot audits completed by the Gaming Audit 

Team.  A high level of compliance has been noted, with no significant issues requiring follow 
up.  

 

152

CRW.008.024.1121



 

Crown Melbourne 
Agenda Item 9.2:  Responsible Service of Alcohol Update 
February2019 – April 2019 

 

LEGAL_410175.3 

Responsible Service of Alcohol (RSA)  
 
 Crown continues to review, enhance and reinforce the RSA message to its service, staff generally 

and its patrons. 
 

 It is noted that VCGLR inspectors have increased visibility and visitation to licensed outlets, the 
Palladium and on the gaming floor.  The inspectors have undertaken compliance audits but have 
also focussed on service of alcohol to patrons and have engaged directly with patrons and Crown 
staff regarding RSA matters.  In particular, they have questioned staff and asked for their views 
about specific patrons and their level of intoxication.   The inspectors have raised some matters 
with Crown and asked for information about upcoming events in the Palladium.   The VCGLR is 
also undertaking an investigation into allegations of knowingly allowing a patron to gamble 
whilst intoxicated.  Crown has provided footage and is providing requested statements from a 
dealer, food and beverage attendant and a security officer around their engagement with the 
patron..  

 
 On 7 April 2019 a serious assault occurred on Whiteman Street between two groups.  One group 

had attended Therapy Nightclub for a birthday celebration.  Crown undertook a review of 
consumption, bottle and shot service.  As a further risk strategy Crown has implemented at this 
stage the following: 

 
• The cessation of shot service in Club 23, Therapy & Co (previously shots were available 

until 1.00am); 

• Neat spirits and spirits on ice will only be available in Club 23;  

• Bottle Service of spirits in Club 23, Therapy and Co will cease; 

• Wine and champagne bottle service will continue in Club 23 but cease in Therapy and Co; 
and 

• Further enhanced training to be delivered specifically tailored to the late night nightclub 
environment and clientele. 

Crown is enhancing its RSA training of dealers with regular refresher training specifically tailored to 
dealers. 
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