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APPENDIX A Engagement terms
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APPENDIX B McGrathNicol Review of Patron Bank Accounts and DAB Accounts

The data analytics work undertaken is provided in a separate electronic document (pdf) which includes the following
output.

B1 METHODOLOGY

B2 PARKING OF FUNDS DATASET

B3  TRANSACTIONS INDICATIVE OF STRUCTURING DATASET: 24 HRS
B4 TRANSACTIONS INDICATIVE OF STRUCTURING DATASET: 48 HRS
B5 TRANSACTIONS INDICATIVE OF STRUCTURING DATASET: 72 HRS
B6  THIRD PARTY TRANSFER RISK DATASET: ALL INSTANCES

B7 THIRD PARTY TRANSFER RISK DATASET: POST 8 APRIL 2020

B8 THIRD PARTY TRANSFER RISK DATASET: POST 21 OCTOBER 2020
B9 THIRD PARTY TRANSFER RISK DATASET: POST 16 NOVEMBER 2020

B10 TITO BEHAVIOUR EXAMPLES
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Focus Group Observations

Previous state
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Focus Group Observations

Current state

AML Culture
(OTF)

A common theme was participants believing
that they were already compliant with AML
requirements.

Some participants indicated that in the past,
large amounts of cash such as $25,000 to
$100,000 would not attract the same level of
scrutiny unless staff actually suspected
something suspicious.

AML participants noted that floor staff were
always trained to complete SMRs's* when
they had a suspicion. In the past SMRs were
completed in circumstances where a UAR is
now completed — UARs are reviewed by the
AML team and an SMR is raised by the AML
team if thought appropriate and then
forwarded to AUSTRAC.

Some participants suggested that the
frequency and incidence of ML in the casino
is overstated, and that there wouldn't be as
much illegal money passing through the
casino as people would think, since all the
floor staff are watching and have had the
training.

Participants indicated that there is more
accountability regarding AML and that the
culture has improved in relation to AML.
Participants suggested that there will be a
culture shift going forward because AML is a
heavy focus for new staff.

They noted that there is a heavy focus on
AML now and resourcing for compliance
roles has increased.

They also suggested that the changes could
be maintained by upholding the procedures
that are in place now, for example the
“Observation sheet” on the floor.

Some participants believe that they are very
compliant and have high levels of integrity,
and they take offence to what is being said
in the media.

Some participants have noted that the
increased scrutiny and media attention has
made their jobs easier in some areas due to
increased numbers of resources in the team
and cooperation by Crown staff, as well as
increased training.

Participants suggested that the change in
culture has been driven by senior
management wanting to keep the casino
licence, so the culture really seems to be
changing.

Participants indicated that they have been
more cautious and it is more common now
for staff to say 'no’ to patrons.

The obligation for collecting customer
information has been pushed onto the
departments, so there has become a heavier
obligation (imposed by management) for
floor staff to collect information for the AML
team to use.

155 SMR — Suspicious Matter Report




Focus group
illustrative
comments

“If we suspect it we report it..we can't
stop it we're not the police.”

“The culture’s good, people are...I don't
think any different to the way they were
before.

“Our team completely understand what's
involved and why it's needed and why it's
so important we always have.”

Especially known players...we know that
this person comes in with $100,000 every
week...we know him, he owns a
business...that's not suspect.”

“But if someone out of the blue,
someone we didn't know, no history or
anything, just plonked down $100,000 in
cash then obviously it's going to raise
suspicions.”

“The reality is we got SMRs from the
floor and never would have suggested to
anyone not to report a suspicion.”

“It's just this sensationalised idea that all
this illegal money is funnelling through
the casino...the employees stand there
and we get trained almost daily and get
spoken to...regularly about financial
crimes...it's damn hard to do it [i.e.
launder money] in a casino.”
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“I think it's a bit more stringent and
there’s a bit more accountability and
that's a good thing.”

“100% there has been a culture shift”.

“There’s a massive focus on it now. And
resourcing for the actual policing of
compliance and maintaining compliance
integrity...it's been massive, there’s been
so many jobs going... for ‘this officer’
and ‘this officer'..it's a massive shift.”

‘My area’s very compliant...we take
offense to some of the stuff that'’s out
there about AML, because we're looking
at it day-in-day-out submitting
previously SMRs...we're continually
looking at things to make sure that
they're done by the book.”

“We pride ourselves on upholding the
highest level of integrity in what we do
and we want to make sure that
everything is done right.”

“The people within the business are
amazing...seeing some of the guys on
the Board answer some of those
questions, it was out of control — | was in
disbelief — and it reflected terribly on the
people the real people of Crown...the
people working for Crown were doing
their best.”

“This awareness and the raising of it just
makes it a little bit easier for us to get
people to comply with what we want,
you know, no junkets...”

“The AML team...through some of the
trainings that they've done theyve given
us further insight that we might not have
had.”

“We'll actually be volunteered the
information without having to cause
much fuss.”

“"Now we've been trained so much and
we've had all this training, so our jobs
are on the line if something happens, so
a ‘no’ is a very common thing.”

“Everything keeps changing as the
inquiry goes on... so yes, a lot of angry
people...very unhappy [customers].

“We're dealing with dodgy people all day
every day.”
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APPENDIX H  Focus Group money laundering scenario analysis

On-the-floor Focus Group Scenario Analysis

A croupier is operating a Baccarat table on the main gaming floor. A supervisor is overseeing the croupier’s table and there are security
personnel patrolling the immediate area. A player appears at the table and tenders around $5,000 in bank notes which the croupier
counts and exchanges for chips.

The player does not tender a Crown Rewards Card. The player plays every second or third game for 90 minutes only winning once.

The croupier notices the player seems to be quite disinterested in the game. He moves to the next Baccarat table for 30 minutes before
leaving the gaming floor with what the croupier estimates would be 90% of the original chips he had purchased at her table.

= |t was determined by the focus group that this is a realistic scenario and has occurred in the past.

= If this behaviour is noticed by staff the common practice is to notify the area manager of what is happening. The outcome of this
scenario depends on how the area manager responds to the report made to them (i.e. the croupier would not by themselves submit
a UAR, it would be done in conjunction with the area manager).

= When a patron attends a gaming table the croupier will always ask for a Crown Rewards Card — some customers will provide their
rewards card while others will not (even if they have a rewards card) for a variety of legitimate reasons (e.g. they feel it is unlucky).

= Whether facts in this scenario are suspicious behaviour is based on the croupier’s discretion of what is occurring and how the patron
is acting.

= Itis common that ‘carded patrons’ (those who hold a Crown Rewards Card) are attempting to earn crown reward points without
actually gaming (i.e. just by spending time at the table). In this instance, the area manager is able to adjust that patron’s 'rate of
play’ down in the system due to them not gaming.

= The area manager would be the person who changes rate of play (ATOM) as the croupier is seated at the table and cannot stand up
as this would take their attention away from table play (at certain games).

= If the patron complains that they did not earn as many points as they would have expected, the croupier / area manager would
inform them that their rate has been adjusted due to lack of play.

= The focus group noted that floor staff are vigilant in observing this behaviour.

= The SOF / SOW requirements and thresholds have added extra controls to the Casino floor (currently a SOF form will be required
where a customer attempts to buy-in more than $25,000 in a single transaction or more than $25,000 in a single calendar day where
each transaction is at least $10,000 and would therefore require a TTR to be completed).

= Currently around two out of three SOF forms are rejected by cage cashiers as they don't satisfy the requirements e.g. ‘given money
by a friend' or 'bank loan’ in which case the buy-in transaction is not completed.
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Three male customers enter the main floor via the same entrance but a few minutes apart. They relocate to an area in front of a Cage. Fach one goes to a
different Cage window at different times and appears to purchase chips with cash. They then appear to rendezvous at the place where they first met after
arriving on the main floor.

All three then go to different table games on the main floor (one to Blackjack, one to Baccarat and one to Pontoon Pandemonium) where they play for
around an hour.

They then meet up again near their original meeting place with two of the customers appearing to hand something to the third. The third customer then
goes by himself to a Cage different to the Cage where he had purchased the chips originally. He presents a large quantity of chips he is holding and it
appears that he receives a cheque for the value of the chips tendered.

= In this scenario, surveillance would be focused on determining how the individual obtained those funds / chips.
= The focus group did not consider this type of behaviour to be common.

=  The participants noted that on the main gaming floor you must get your chips at the table rather than the cage (it is not possible to
purchase chips at the main gaming floor cages although this is possible in the VIP lounges due to the larger values of chips to be
purchased which would take too long if processed by a croupier)

= Surveillance would work backwards following the individual to determine his gaming activity and back to where the patron was with
the other individuals.

= If anyone requests a cheque of 'significant value’ without verified or carded play the cashier / cage manager will attempt to
determine the validity of the chips / winnings via contacting surveillance or the area manager where the patron claims to have
played.

= If the cage cannot verify the gaming activity or source of chips, they will issue an unverified gaming cheque. They must provide the
patron with a cheque. The patron is not made aware that the cheque is unverified. An unverifiable cheque notes that the cheque has
been provided by Crown but that Crown has not been able to verify gaming activity that has taken place.

= Surveillance noted it is not possible to use facial recognition to detect where someone has played during a gaming session, they
would need to review the footage.

= In this instance and similar scenarios, notes and comments will be made in SYCO against that patrons account (if carded play).

= In this scenario, individuals will buy-in at the table. The cage does not provide chips unless a threshold transaction may be required.

« If the scenario is noted as suspicious the cashier will notify the cage manager, the cage manager will contact surveillance to €nsure
they have a photo of the patron recorded and a file started with a PID issued (if the patron is not carded — if the patron is
carded, the Crown Rewards Card number will be used to identify the patron).
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A cashier is at work at one of the Cages on the main floor. A customer presents at the Cage window with a bag of cash in bundles which
she places on the counter in front of the cashier.

The cashier forms a view that there is more than $10,000 and asks the customer for identification in order to complete a TTR (Threshold
Transaction Report).

The customer asks why this is necessary and when told that Crown needs to make a report to AUSTRAG she replies ‘I don't have any ID
with me”. She then takes back half of the cash and says she wants to buy a lesser quantity of chips.

= The focus group noted that the scenario would rarely occur in this manner.

= ltis likely it would occur the other way around — when the individual approaches the cage in order to cash out the cashier would
check for rated play. If the patron did have a Rewards card, the Cage would be able to check if rated play had occurred.

= If the patron did not have a Rewards card, depending on the value, the cashier / cage operations manager would attempt to verify
play via contacting surveillance or the area manager where the patron claims to have played.

= If the patron refuses to provide identification, this is automatically suspicious, surveillance would be notified and a UAR would be
completed.

* In the past, the Cage would be able to issue patrons with CEV's (Chip Exchange Vouchers) for cash tendered. Once presented at a
table for chips the croupier would identify the individual. This process does not occur anymore. The transaction must occur through
the individual's DAB account.

A customer enters the main gaming floor carrying a supermarket shopping bag which he holds close to his chest. He then takes up a
position at an eTG and spends the next 20 minutes feeding notes into the terminal.

He then raises a TITO ticket and makes his way to a Cage. It does not appear that the customer has actually placed a bet.

= TG staff are made aware that bill stuffing and refining is a red flag and suspicious behaviour within eTGs.
= If the TITO amount is below $2,000 the individual could cash out at the automated ticket redemption terminals (TRTs).
= If the TITO amount is above $2,000 they must cash out at the Cage.

= The cashier would attempt to verify play through the patron’s Rewards card, if they are not a member they may contact the eTG area
manager to determine if play occurred and also contact surveillance to track the patron’s movements and determine if they actually
played on the eTG.

= The TITO also enables the staff to identify what machine it came from and where the patron played.

= Patrons are able to use the TRTs to break larger bill denominations into smaller denominations but not from smaller into larger
denominations e.g. $20s into $100s.

= Staff are also able to view the last 50 games that occurred on each gaming machine. If required, staff could check the patron’s
machine to see if gaming has occurred, or only cash in and TITO out.

= If the patron attempted to cash out with multiple TITO tickets this is also a red flag.
= A UAR would be lodged in this scenario.

= It was noted that it takes a considerable amount of time to conduct bill stuffing, approximately an hour to insert $10,000 worth of
notes into an eTG.
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A cashier is working in a Cage on the main floor. He notices a male customer approach one of the other cashiers and tenders what
appears to be $4,000 to $5,000 in $10, $20 and $50 denominations. The cashier the customer approaches is notable because there are
already two customers waiting to be served while there are other cashiers that are free. It appears that the customer deposits this cash to
his Crown member card.

The cashier has seen this customer appear at Crown on several occasions over the previous six months and each time he walks out of the
gaming floor having deposited funds to his Crown membership card without going to a gaming table.

On this occasion, the cashier notices the customer is wearing a corporate shirt marked “The Refuge Café” and the name “Simon”. The
cashier speaks to the cashier who processed the transaction and asks whether he is going to complete a UAR. The other cashier responds
“Why should 17

= The focus group weren't entirely sure what was happening in this scenario and the reason that patrons would be conducting this
activity.

= The focus group noted that the patron could probably get away with it if he was withdrawing small amounts of cash.
= They noted that DAB accounts become inactive after a certain period of time and are reviewed.

= The focus group noted that safekeeping accounts were utilised in the past; these are not for gaming activity, more so a line of credit
or to cover bills or front money for poker games.

= The focus group noted that there have been instances where patrons prefer to use crowns accounts because they ‘do not trust
banks".

= The focus group also noted that Crown would be a good place to hold funds because there are no holding charges (i.e. bank fees).

= In this instance, the focus group noted in this situation, one cashier would not speak with the other cashier, they would notify the
cage manager.

= The focus group noted that nowadays a UAR would be completed, prior to the UAR portal the SMR's were a lot more cumbersome
and potentially (three or so years ago) would not have been completed based on this scenario.

= The focus group noticed there has been a change in culture regarding reporting and completing UARs. Employees are more than
happy to call out bad behaviour; they also have multiple ways they can do this. If the behaviour involves another employee they may
report to HR or utilise the whistleblower hotline.

= In this instance just one person would complete the UAR, not both cashiers.

19



MGN.0001.0001.0204

The CCTV surveillance team is monitoring activity in the Roulette area of the Mahogany Room.

One of the surveillance operators observes a customer arriving at a roulette table is carrying a large quantity of cash that appear to be
in a mix of $50 and $20 denominations.

The customer removes a bundle of notes without counting them (retaining the remainder of the bundle of notes) and hands them to
the croupier who exchanges the cash for around $6,000 in chips.

The customer plays the next two games at the table before getting up and moving on to another roulette table where the same
pattern occurs.

= The focus group identified that this behaviour is attempting to avoid a threshold transaction.

= Surveillance noted it may be indicative of money laundering and would be suspicious in the Mahogany room as most players are
usually using $100 notes.

= The focus group noted that the area manager would monitor how often the patron does it and would call surveillance.
= If the matter became more serious the SIU (Security Investigations Unit) would become involved.
= The focus group noted that they are unable to stop this behaviour at the time — only option is to report it.

= The focus group noted that as the patron is gaming within the Mahogany room, they must have a member card and therefore
would be known to the casino.

= The focus group noted that buying-in at a table and walking to another table is an automatic trigger as suspicious behaviour.

= If surveillance noted this type of behaviour they keep it within the department, create a file and monitor the behaviour. The
surveillance team do not contact the floor or have the patron approached as they will want to gather further evidence.

= The focus group noted that, while money laundering will happen in the Casino, whether it will be picked-up or noted as suspicious
by employees will depend on the value of the transactions concerned e.g. a group of people gambling on different tables for
around $2,000 could be done and not noticed.

= In this instance all focus group participants would lodge a UAR.

A cashier is operating in a Cage in the Teak Room. At 4.00 pm she is approached by a customer who exchanges $2,000 cash for chips
of various denominations and offers his Crown Rewards Card to record the transaction. She watches as the customer heads for the
gaming tables.

At 7.30 pm, the same customer returns to the same cashier and tenders $7,800 in chips and instructs the cashier to raise a cheque for
his “winnings”. He makes vague comments throughout the transaction about being “lucky tonight!”

Would the situation be different if the customer came back with $15,000 at 5.00 pm?

= |t was noted that this scenario is feasible.

= In this scenario the focus group participants noted that they would check the player ratings from the membership card to ensure
the winnings make sense.

= The same action would be taken for either amounts of money, it all depends on the rated play that is evident on that member's
card.

= If there was no rated play noted on the members card the patron would be asked questions about where they have been gaming
contact the area manager. If the scenario was still suspicious at this point a UAR would be raised — the customer would still be
paid out their winnings regardless.

= If the patron is cashing out for a cheque they are required to provide ID. Regardless if they have signed up as a member they are
essentially entered into the system at that point in time.

= Focus group participants noted a lot of emphasis is put on knowing the patron and their typical gaming behaviour and patterns.
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Scenario 10

Two customers enter the main gaming floor together. A security officer sees one customer give a Crown Rewards Card to the other
customer. The second customer attends a cashier and completes a transaction using the member card provided by the first customer.

It appears that the transaction is the purchase of chips using the member card.

= The focus group noted that this would be considered as a misuse of membership cards.

= The focus group noted that this is much more likely to occur on EGMs. A patron may be attempting to gain points from another
patron'’s play.

= The focus group noted that when a member’s card is swiped at the Cage or entrance the patron’s information and ID shows up and
so it would be clear that the patron was not presenting their own card.

= If this was noted at the time a discussion would be held with the patron, the card may be confiscated, notes would be made on both
players’ card file and it may be escalated from that point.

= This may cause the patron to be banned if it was ongoing behaviour.

= The patron may also be listed as a Teak or Mahogany ‘undesirable’.

A cashier is on duty in a Cage in the Mahogany Room. A customer who has been in the Mahogany Room for several hours arrives at the
Cage with around $25,000 in chips

He presents three member cards and asks if he could have $9,000 of his ‘winnings’ credited to each of two membership cards and for the
remainder to be credited to the third.

The cashier notices that the three member cards are in different names and starts to query way he is presenting member cards in
different names.

The customer becomes angry and says forcefully that he is there with two friends who have gone to have dinner and that they are good
customers of the Mahogany Room.

= The focus group noted that it is not permitted to transact on another patron’s membership card.
= The focus group noted this is not a very realistic scenario.

= It was noted that a PIN is required to deposit cash or winnings onto a Rewards card and that few patrons utilise their Crown
Rewards cards as stored value accounts.

= It was also noted that patrons are not able to credit somebody’s account without providing a signature and ID.
= In this scenario, the patron would be advised to have his friends come and transact on their own membership cards / accounts.

= Patrons are also more aware of transaction levels and changes in processes at Crown based on information from Crown staff / VIP
Services and what is noted in the media.
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AML Second Line Focus Group Scenario Analysis

Two male customers arrive at a roulette table in the main gaming floor each with a substantial quantity of pre-purchased chips.

They are not talking with each other but it is clear from their body language as they approach the table that they are together. Both offer
their Crown Rewards Card which the croupier swipes. The Area Manager observes that they go to opposite ends of the table.

The table they are at is moderately crowded with around 12 players. There is a distinctive pattern of play involving the two players.
While each player makes small straight up bets, on every play:

- One player will bet on red and the other will bet on black; or

- One player will bet on evens and the other will bet on odds.

Player 1 always bets first followed by player 2. After an hour, both players leave the roulette tables with their respective holding of chips
having had their Crown Rewards Card swiped by the croupier. The Area Manager submits a UAR in the AML Portal.

=  Focus group participants noted that the croupier would notify the area manager of this behaviour.
= The area manager is covering too many tables to notice this by themselves.
= It was noted that it would be rare for large amounts to be placed on even money bets (red/black odds/evens) consistently.

= In this scenario the croupier would page the area manager (discretely) who would use the UAR portal and submit a UAR through to
the AML team.

= The AML team would review the detail within the UAR, contact surveillance who would likely submit their own UAR for the same
scenario if notified by the area manager.

= The AML team would match up the patron name and number, conduct Dow Jones searching, search through SEER for facial
recognition if the patron was not carded and determine whether any unusual activity had been lodged prior.

= Itis likely in this scenario the area manager would inform the assistant casino manager so they could keep an eye on the patron’s
activity as well as notifying surveillance.

= Currently UAR's are triaged based on the risk of the activity. Previously they were reviewed on a chronological basis. If the UARs are
above approximately $20,000 they are high risk or if the AML team receive requests from VicPol or AFP these are high risk.

= If a UAR includes gaming activity less than $10,000 this is considered ‘low risk".
= PEPs and RCAs are high risk UARs.

= Every UAR must have a rationale for action taken (to proceed to an SMR or to close the file). The UAR is input into ‘CURA" and a
profile is created for that patron — this enables the AML team to check if prior UAR's have been raised on the same patron.

= The focus group noted this scenario is unlikely to be picked-up on the main floor. 12 people around a baccarat table is too many for
the dealer to identify all of them, also the monetary value (and return on investment) is very low.

= One focus group member suggested this scenario was more likely an attempt to gain member points rather than money laundering.

= Focus group participants noted that patrons would conduct this activity on eTGs as it would be less likely to be picked-up.
Engaging in even money betting would not require two patrons to be working in collusion, it would be possible for one person to
do it at a single eTG terminal.
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