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EXECUTIVE SUMMARY

Initialism has been engaged by Crown Resorts (Crown) to consider whether there are indications of
money laundering through its bank accounts used to receive funds linked to gaming activity at its
Perth and Melbourne casinos.

The review was limited to the Crown Perth operated bank account in the name of Riverbank
Investments Pty Ltd and the Crown Melbourne operated bank account in the name of Southbank
Investments Pty Ltd. The bank accounts were held at both ANZ and CBA.

Crown's bank accounts were operated in an omnibus fashion i.e., they were operated by Crown but
offered customers the option of depositing money to the bank accounts, which was subsequently
used to fund gaming activity in Crown's casinos. Crown'’s use of the bank accounts in this way is
similar to “client” or “trust” accounts operated by other types of business.

Similar to other bank accounts offered by financial institutions, Crown had limited control over how
deposits were made into its bank accounts, including the nature and type of payments received.

The nature of Crown's Riverbank and Southbank bank accounts, similar to other types of omnibus
bank accounts, Initialism believes, resulted in a potential vulnerability that the bank accounts could
be exploited for purposes of laundering the proceeds of criminal activity.

The indicators of money laundering risk through the acceptance of gaming-related payments in
Crown's bank accounts may differ from the indicators available to the financial institution providing
the bank account to identify potential money laundering risks. However, both sets of indicators are
based on money laundering being the illegal process of making money generated by a criminal
activity, appearing to have come from a legitimate source.

The process of laundering money typically involves three steps referred to as placement, layering,
and integration. Each of these steps has the following unique characteristics:

e Placement introduces the proceeds of criminal activity into the legitimate financial system.

e Layering conceals the source of the money through a series of transactions, distancing the
money from the criminal activity and is designed to make money appear legitimate.

e Inthefinal step, integration allows the laundered money, which now has the appearance of
legitimacy, to be used for whatever purposes the criminals have in mind for it.

Money laundering through Crown's Riverbank and Southbank bank accounts could include:

e Structuring cash deposits to avoid reporting thresholds at the placement stage of a money-
laundering scheme; and

e Receiving third party electronic payments that are part of the layering and integration stage
of a money-laundering scheme.

Section 142 of the AML/CTF Act establishes that structuring, in and of itself, is a criminal offence
where there is an intention to structure to avoid threshold transaction reporting. Therefore, it is
reasonable to assume that apparent structuring is indicative of money laundering.

It is Initialism's experience that structuring can be used in combination with a number of other
money laundering techniques and therefore may be indicative of other types of money-laundering
activity.

In addition to structuring cash deposits, electronic funds transfers from third parties may also be
indicative of money laundering activity.
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Smurfing and cuckoo smurfing can both involve the indicator of structuring of cash deposits to
avoid reporting thresholds however, the underlying methods of smurfing and cuckoo smurfing
differ significantly.

e Smurfing involves every element of the money laundering process being controlled by the
criminal enterprise and is typically a placement activity.

e Cuckoo smurfing is more sophisticated, utilising innocent parties making and receiving
legitimate payments, inserting illicit funds into a legitimate payment. Cuckoo smurfing can
be used at the placement or layering stages of money laundering.

Cuckoo smurfing is predominately a money laundering typology associated with international
remittance payments.

Given that the ownership and control of the Riverbank and Southbank bank accounts rested with
Crown and the purpose for the payments made to Crown appeared legitimate, it is Initialism's
opinion that any indications of structuring through the Riverbank and Southbank accounts are
unlikely to be indicative of smurfing activity for the purpose of money laundering through Crown.

However, based on our understanding of the operation of Crown’s bank accounts and the nature
and purpose of the payments received, it is Initialism's opinion that any indication of structuring and
larger cash deposits through Crown's bank accounts is more likely to be part of cuckoo smurfing
activity for the purpose of money laundering. Additionally, it should be noted that cuckoo smurfing
is not limited to cash transactions and can also involve electronic funds transfers from third parties.

Initialism’s review was limited to information contained within the statements related to the
Riverbank and Southbank bank accounts, the analysis by Grant Thornton of the bank statements
for those accounts, and limited supporting material provided by Crown in relation to some of the
payment types identified through Grant Thornton's analysis.

As part of this review, Initialism has not undertaken a full end to end review of each payment and its
handling by Crown nor have we investigated the circumstances and origin of each payment deemed
indicative of money laundering. In addition, Initialism did not include any review of Crown’s
identification, management and mitigation of the money laundering and terrorism financing risks
reasonably faced by Crown, both historically and at the present time.

Initialism's review of the activity through the Riverbank and Southbank accounts has concluded that
there is activity indicative of structuring and cuckoo smurfing. The indications of cuckoo smurfing
identified by the review included:

e Cash deposits by third parties structured below the $10,000 reportable threshold;
e Large cash deposits by third parties; and
e Electronic funds transfer by both domestic and international third parties.

The indicia identified indicate that the cuckoo smurfing exploited legitimate payments relating to
gaming activity by Crown's customers, interceding in the payment flow and replacing legitimate
funds en-route to Crown.

In addition to the cuckoo smurfing indicia identified, Initialism'’s review identified the use of
payment descriptors that appear inconsistent with the apparent legitimate purpose of the payment
received by Crown.
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Whilst Initialism has not reviewed each instance where an inconsistent payment descriptor was
applied, it is our opinion that an inconsistent payment descriptor on its own is not indicative of
money laundering.

A descriptor on a payment may be inconsistent with its legitimate purpose in order to conceal the
nature of the payment due to cultural or confidentiality considerations. Additionally, the payment
description may be appended to the payment by intermediaries rather than by the customer
initiating the payment.

STRUCTURED CASH DEPOSITS

Structuring to avoid a threshold transaction reporting obligation being triggered is an activity
associated with the placement stage of money laundering and is a technique deployed to avoid
reporting requirements put in place to tackle money laundering and terrorist financing.

Structuring involves the deposit of multiple physical cash amounts under the reportable threshold
to avoid the transaction being reported to AUSTRAC, which would otherwise potentially be
scrutinised by AUSTRAC and other regulatory or law enforcement authorities, where a single
deposit of physical cash over the threshold would result in the deposit being reported to AUSTRAC.

AUSTRAC's definition of structuring® includes:
Where a person deliberately:

e splits cash transactions to avoid a single large transaction being reported in threshold
transaction reports.

AUSTRAC defines a threshold transaction? as:

A ‘threshold transaction'is the transfer of physical currency of A$10,000 or more (or the foreign
currency equivalent) as part of a designated service. A transfer can be either receiving or paying
cash.

The Financial Action Task Force's (FATF) Asia Pacific Group (APG) provide the following description
of structuring 3:

A method involving numerous transactions (deposits, withdrawals, transfers), often various
people, high volumes of small transactions and sometimes numerous accounts to avoid
detection threshold reporting obligations.

AUSTRAC guidance also states:

Structuring can be a money laundering technique and is against the law under the AML/CTF
Act.

1 AUSTRAC definition of structuring

https://www.austrac.gov.au/glossary/structuring#:~:text=Structuring%20is%20where%20a%20person border%20movements%200f%20th
e%20cash.

2 AUSTRAC definition of a threshold transaction https://www.austrac.gov.au/business/how-comply-guidance-and-
reslnitialism’sces/reporting/cash-transactions-over-10000-ttr

3 Introduction to APG Typologies http://www.apgml.org/methods-and-trends/page.aspx?p=ad4alldca-75f2-4dae-9c25-
6215103e56dat#:~:text=Structuring%20(smurfing)%3A%20A%20method avoid%20detection%20threshold%20reporting%20obligations.
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The criminal offence of structuring, where there is an intention to structure to avoid threshold
transaction reporting, is set out in section 142 of the AML/CTF Act. Therefore, it is reasonable to
assume that apparent structuring is indicative of money laundering.

In addition to indications of structuring contrary to section 142(1) of the AML/CTF Act being
indicative of money laundering, it is also Initialism's experience that structuring can be used in
combination with other money laundering techniques and therefore structuring may be indicative
of other money laundering activity.

Structuring may be indicative of a money laundering technique called "smurfing", which is defined
by AUSTRAC* as:

A technique called 'smurfing' involves numerous third parties conducting transactions on
behalf of criminals. Large cash amounts are broken into multiple smaller amounts and then
given to third parties to deposit in accounts held in different financial institutions.

Smurfing involves the use of bank accounts under the control of the criminal or criminal
organisation that receives structured deposits. The technique of smurfing is used in the placement
stage of money laundering. For example, a criminal group with $100,000 in cash for laundering may
use several "smurfs" to deposit anywhere from $5,000 to $9,000 in a number of geographically
dispersed accounts.

Structured cash deposits may therefore be indicative of smurfing. However, the ownership and
control of the bank accounts receiving the payments is an important indicator when determining
whether any perceived structuring is indicative of smurfing activity for the purpose of laundering
the proceeds of crime.

By way of illustrative example, part of the AUSTRAC civil claim against CBA involved the use of
CBA's Intelligent Deposit Machines (IDMs) to structure payments that were part of the money
laundering system used to launder at least $177 million of the proceeds of methamphetamine (Ice)
drug trafficking. This s, in Initialism's opinion, an example of smurfing as the structuring was of
cash deposits by those that had control over the bank accounts receiving the deposits.

The ownership and control of the Riverbank and Southbank bank accounts rest with Crown.
Therefore, it is Initialism’s opinion that indications of structuring through the Riverbank and
Southbank accounts are unlikely to be indicative of smurfing activity to launder money by Crown.

From around 2008, AUSTRAC coined the phrase "cuckoo smurfing" to describe a derivation of
smurfing. AUSTRAC identified that criminal syndicates were reintroducing cash into the banking
system by "hijacking" the lawfully earned funds of unsuspecting victims.

AUSTRAC formally identified cuckoo smurfing as an emerging threat in its 2011 typologies report®
stating:

4 AUSTRAC 2011 Typologies Money transfer businesses and alternative remittance services https://www.austrac.gov.au/business/how-
comply-guidance-and-resinitialism’sces/guidance-resinitialism’sces/money-laundering-australia-
2011#:~:text=Cuckoo%20smurfing.&text=1t%20involves%20complicit%20remittance%20dealers from%20legitimate%20transactions%20m
ade%20overseas.

5 AUSTRAC 2011 Typologies Money transfer businesses and alternative remittance services https://www.austrac.gov.au/business/how-
comply-guidance-and-resinitialism’sces/guidance-resinitialism’sces/money-laundering-australia-

2011#:~:text=Cuckoo%20smurfing. &text=1t%20involves%20complicit%20remittance%20dealers,from%20legitimate%20transactions%20m
ade%20overseas.
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Cuckoo smurfing. This has emerged as a key money laundering methodology over the past
decade. It involves complicit remittance dealers operating as 'go-betweens', depositing illicit
funds (for instance, the proceeds from drug deals) into accounts of parties who are expecting
transfers from legitimate transactions made overseas. In exchange, criminals receive matched
payments overseas without leaving a money trail back to them.

The cuckoo smurfing has usually been a money laundering typology associated with the remittance
sector. Unlike smurfing, cuckoo smurfing involves the cover of legitimate transactions to conceal
the money laundering activity. However, cuckoo smurfing may only involve one deposit compared
to smurfing, which, by definition, involves more than one deposit.

AUSTRAC has previously explained their use of the term cuckoo smurfing stating:

The term ‘cuckoo smurfing' originated in Europe because of similarities between this typology
and the activities of the cuckoo bird. Cuckoo birds lay their eggs in the nests of other species of
birds which then unwittingly take care of the eggs believing them to be their own. In a similar
manner, the perpetrators of this money laundering typology seek to transfer wealth through
the bank accounts of third parties.

Whilst structuring and cuckoo smurfing can be viewed as distinct and separate money laundering
methods, there is evidence that structuring and cuckoo smurfing have been used in combination as
part of money laundering activity in Australia.

In 2017, the issue of cuckoo smurfing was highlighted at a Victorian Bar conference in a presentation
by Mr Christian Juebner about the impact of the Proceeds of Crime Act 2020°. This presentation
highlighted the risk of cuckoo smurfing to law firms, using the example of Australian Significant
Investor Visa applications from countries including China, Malaysia, and Vietnam. Mr Juebner set
out an example of cuckoo smurfing as a four-step process which is illustrative of cuckoo smurfing
indicia:

Step 1 - A legitimate customer deposits funds with an alternative remitter in a foreign country
for transfer into another customer's Australian bank account. This is a legitimate activity and is
often a cheaper and faster alternative to using a mainstream bank.

Step 2 - Unbeknown to the customer, the alternative remitter is part of a wider criminal
syndicate involved in laundering illicit funds. This criminal remitter, while remaining in the
foreign country, provides details of the transfers, including the amount of funds, to a criminal
based in Australia; This includes the account details of the intended recipient in Australia;

Step 3 - The Australian criminal deposits illicit cash profits from Australian crime syndicates
into the bank account of the customer awaiting the overseas transfer. The cash is usually
deposited in small amounts to avoid detection under transaction threshold reporting
requirements. After an account balance check, the customer believes that the overseas transfer
has been completed as legitimately arranged.

Step 4 The Australian criminal travels overseas and accesses the legitimate money that was
initially deposited with the alternative remitter. The illicit funds have now been successfully
laundered - the criminal owes nothing but a commission to the money launderer for their work.

8 Victorian Bar https://www.vichar.com.au/file/5693/download?token=d7K54XcS
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It is important to recognise the high level of sophistication and organisation required to
successfully operate a cuckoo smurfing syndicate. The essential actors in a typical scenario are:

e aninnocent customer seeking to transfer funds from overseas into Australia; This
innocent customer could be either:
= aninnocent Australian customer overseas seeking to transfer funds into their
own account in Australia, or
= aninnocent customer overseas seeking to transfer funds to another customer
located in Australia
e acriminal alternative remitter located overseas
e acomplicit, Australian-based criminal seeking to transfer funds overseas
e anorganiser or coordinator in Australia
e associates of this organiser or coordinator who make third party deposits into the
Australian customer's account.

The example provided by Mr Juebner also highlights that another dimension, sometimes leveraged
by cuckoo smurfing, is the need of customers making legitimate payments from an Australian
perspective to navigate currency controls in their own country. Currency controls limit the amount
of money that can be sent overseas without authorisation by or providing transparency to, the
authorities in countries such as China and Malaysia.

A separate case originally heard in the Supreme Court in NSW and subsequently heard on appeal by
the High Court of Australia’ in 2019, provides a typology of cuckoo smurfing that involved indicia of
structured cash deposits. In the appeal decision, the High Court stated that cuckoo smurfing:

[I]t relies on identifying a person offshore who wishes to transfer funds to a bank account in
Australia using a money remitter. The remitter withholds amounts corresponding to the
amount of money he has been told is to be laundered in Australia; The customer's bank account
details are provided to people in Australia; A team of depositors in Australia deposits cash into
the bank account, generally at a series of bank branches and below the threshold for reporting
transactions involving physical currency. The account holder sees deposits that match the
amounts they intended to remit. Because the amounts of each deposit are below the threshold,
there is generally no record that could enable regulatory agencies to intervene.

In its 2020 Typologies Report?, the FATF Asia Pacific Group (APG) also identified a typology from
AUSTRAC for cuckoo smurfing with the indicia of structured cash deposits:

AUSTRAC supplied financial intelligence to assist a law enforcement investigation into an
extensive international network of remittance service providers laundering millions of dollars
out of Australia on behalf of organised crime syndicates and cancelled the registrations of
several remittance providers.

Australia-based crime syndicate members used the remittance network to exchange funds
obtained through criminal activities for legitimate, or 'clean’, funds held overseas.

7 High Court Judgement August 2019 http://eresInitialism’sces.hclnitialism’st.gov.au/downloadPdf/2019/HCA/39

8 APG Typologies 2020 Report (page 20) http://www.apgml.org/methods-and-trends/page.aspx?p=8d052c1c-b9b8-45e5-9380-
29d5aa129f45
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The network, which operated mainly out of India but also had connections to the UK and the
US, used Australian bank accounts, corporate structures, and complicit remitting agents in
Australia and overseas to launder the funds.

The investigation identified Australian bank accounts that were receiving multiple cash
deposits, structured to avoid triggering any threshold transaction reports by the banks. Further
investigation connected the account holders with property purchases, and large amounts of
cash suspected to be the proceeds of crime. The funds in the accounts were also shown to be
inconsistent with the income tax declarations of the account holders.

Law enforcement in Australia, India, the US, and the UK made a number of arrests.

Two offenders in Australia were arrested and charged with offences relating to dealing in the
proceeds of crime, while three offenders in India were charged on drug trafficking and ML
offences. Authorities seized around AUD10 million (USD6.9 million) in assets.

CUCKOO SMURFING USING STRUCTURED CASH DEPOSITS

The structuring of cash deposits, in Initialism's opinion, will have the following indicia:

e The money is deposited through multiple cash deposits below the $10,000 threshold

e The value of the cash deposits, in aggregate, is over the $10,000 threshold

e The cash deposits occur within a short period of time

e The deposits during the period may have taken place at different locations (bank branches)

Cuckoo smurfing, in Initialism's opinion, also has specific indicia:

e Thereis a legitimate need to send money from overseas and deposit it in a foreign country.

e A money remitter is engaged to send the money overseas and deposit it in a foreign
country.

e The money remitter accepts legitimate money in the foreign country

e The money remitter arranges for the funds to be made available and they or their
counterpart in the receiving country arrange for illicit funds in the foreign country to be
used to complete the deposit for the legitimate transaction

e The legitimate money is then made available, outside the foreign country where the deposit
took place, to the person in control of the illicit funds before it is deposited.

e The person with the legitimate reason to send money to a foreign country is unaware that
their transaction has been effected using illicit funds.

e The party receiving the funds in their bank account is not involved in the cuckoo smurfing
activity and believes the funds are legitimate.

It is Initialism's opinion that indications of structured cash deposits into a bank account can also be
indicative of cuckoo smurfing as part of money laundering activity.

Smurfing and cuckoo smurfing can both involve the indicia of the structuring of cash deposits to
avoid reporting thresholds. However, the indicators of smurfing and cuckoo smurfing differ
significantly.

e Smurfing involves every element of the money laundering process being controlled by the
criminal enterprise and is typically a placement activity.

e Cuckoo smurfing is more sophisticated, utilising innocent parties making and receiving
legitimate payments, inserting illicit funds into a legitimate payment. Cuckoo smurfing can
be used at the placement or layering stages of money laundering
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If cuckoo smurfing involves structured cash deposits it has the following indicia, which are a
combination of the indicia of structuring cash deposits and cuckoo smurfing:

e Thereis alegitimate need to send money from overseas and deposit it in a foreign country.

e A money remitter is engaged to send the money overseas and deposit it in a foreign
country.

e The money remitter accepts legitimate money in the foreign country

e The money remitter arranges for the funds to be made available and they or their
counterpart in the receiving country arrange for illicit funds in the foreign country to be
used to complete the deposit for the legitimate transaction

e The money is deposited through multiple cash deposits below the $10,000 threshold

e The value of the cash deposits, in aggregate, is over the $10,000 threshold

e The cash deposits occur within a short period of time

e The deposits during the period may have taken place at different locations (bank branches)

e The legitimate money is then made available outside the foreign country where the deposit
took place to the person in control of the illicit funds before it is deposited.

e The person with the legitimate reason to send money to a foreign country is unaware that
their transaction has been effected usingillicit funds.

CUCKOO SMURFING USING OTHER THIRD-PARTY DEPOSITS

Whilst third-party structured cash deposits are a leading indicator of cuckoo smurfing, cuckoo
smurfing also occurs through bank accounts where electronic funds transfers expected from
overseas are received from unexpected sources. This includes:

e third-party cash payments that are large cash deposits over the reporting threshold.
e third-party payments that are paid into bank accounts either in the country where the
payment is expected to be received or in other countries.

Third-party payments on their own, in Initialism's opinion, are not indicative of cuckoo smurfing and
in order to identify activity indicative of cuckoo smurfing, additional investigation should be
undertaken to identify additional indicia. These indicia include:

e Variation in how the payment was sent against how it was received;

e Variations to the nature/type of the payment (for example cash or electronic transfer); and

e Variations to the structure of the payment (for example large single payment sent and
multiple smaller payments received).

As cuckoo smurfing uses the cover of legitimate payment activity, another potential indicator of
cuckoo smurfing is if the payment activity deviates from the usual payment methods undertaken by
a customer.

As aresult, in addition to the indicator of structured cash deposits, the indicia appropriate to
identify cuckoo smurfing also include:

e Legitimate payments split into multiple large cash deposits;

e Legitimate payments from overseas customers being received from unrelated overseas
third parties;

e Legitimate payments from overseas customers being received from unrelated domestic
third parties;

e Unexpected type of third-party being involved with a payment such as companies.
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STRUCTURING INDICIA SUPPORTED BY BANK STATEMENT DATA

Bank account statements provide limited data and information about a deposit that could be used
to identify whether the activity is indicative of structuring to avoid the $10,000 threshold.

Based upon Initialism's review of the Riverbank and Southbank bank account statements, the
indicia available to identify potential structuring are:

e The date of the deposit.

e Whether the deposit is cash.

e The amount deposited.

e Areference number (which may correlate to a customer number).

However, it is Initialism's opinion that the use of this data will only provide indicative results and
additional indicia are required to identify potential structuring related to money laundering,
including:

e The purpose of the deposits.

e How the deposit came to be made.

e The nature of the deposits with regard to location and timing.

e Whether the deposits are out of character for the customer based on previous transactional
history and an understanding of the perceived money laundering and terrorism financing
risks identified.

Notwithstanding the limited nature of the information available in the Crown bank account data
and the limitations that impact on the ability to systematically draw conclusions based solely on the
bank account data, it is Initialism's opinion that indications of structuring through Crown's bank
accounts can be initially determined by identifying two or more cash deposits for a single customer
in a short period, each under $10,000 but totalling $10,000 or more.

The identification of two or more cash deposits for a single customer in a short period, each under
$10,000 but totalling $10,000 or more will identify any series of transactions which meet the indicia
of structuring provided by AUSTRAC and section 142 of the AML/CTF Act.

Additionally, for completeness based on the FATF’s definition of structuring, it is Initialism's opinion
that the bank account data available could be used to identify another type of structured deposits
by identifying where there is one cash deposit of less than $10,000 and one or more wire transfers of
less than $10,000 or more, which total $10,000 or more in a short period of time for a single
customer.

CUCKOO SMURFING INDICIA SUPPORTED BY BANK STATEMENT DATA
Notwithstanding the limited nature of the information available in the Riverbank and Southbank
bank statement data and the limitations that impact on the ability to systematically draw
conclusions based solely on the data, it is Initialism's opinion that the following indicia are available
to identify cuckoo smurfing from the bank statement data:

e Structured cash deposits made by a third party;

e Large cash deposits made by a third party;

e Domestic electronic funds transfer received from an apparently unrelated third party;

e International electronic funds transfer received from an apparently unrelated third party;
and
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e International electronic funds transfer received from an overseas money remitter.

These indicia may be indicative of payment activity linked to cuckoo smurfing. However, the results
should be supplemented by additional indicia about the purpose of the payment by the customer to
establish the legitimate purpose (i.e. it was in relation to gaming activity with Crown), to conclude
an indication of cuckoo smurfing money laundering activity.

ANALYSIS OF BANK ACCOUNT ACTIVITY FOR INDICIA

Initialism has worked with Grant Thornton to analyse Crown's Riverbank and Southbank bank
accounts:

e Crown provided the bank account data to Grant Thornton and Initialism.

e Grant Thornton modelled and analysed the Crown bank account data and ran a series of
scenarios requested by Initialism over that data; and

e Initialism undertook a review of the results of Grant Thornton's analysis of the bank account
data against a set of scenarios based on the indicia available and limited supporting
transaction information provided by Crown.

Grant Thornton’s scenarios provided Initialism with the following indicia data sets based on the
Riverbank and Southbank bank statement information:

e Instances where more than two cash deposits occurred in a short period of time, both less
than $10,000 but combined totalling $10,000 for a single customer.

e Instances where one cash deposit and one electronic funds transfer occurred in a short
period of time, both less than $10,000 but combined totalling $10,000 for a single customer

e Instances where multiple large cash deposits occurred in a short period for a single
customer.

e Instances where payments were made on behalf of a customer by an overseas money
remitter.

e Instances where international payments were made on behalf of a customer by an
apparently unrelated third party.

Initialism reviewed the activity identified by Grant Thornton by applying indicia against the
Crown Riverbank and Southbank bank statements, including but not limited to indicia of
structuring of cash deposits.

Initialism then reviewed other information supplied by Crown in relation to the structuring
activity identified to assess if there were other additional indicia of money laundering.
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The results of the review have been grouped into indicia for the money laundering typologies

relevant to the use of Crown’s Riverbank and Southbank bank accounts to accept legitimate

payments from customer related gaming activity.

The analysis by Grant Thornton identified the following payments by type over the period under

review:
Number Number Number Total
Cash Domestic | International Number
Payments | Transfers Transfers

Riverbank ANZ Account 340 50 118 508
Riverbank CBA Account 284 1,225 371 1,880
Southbank CBA Account 1,311 18,144 2,193 21,648
Total Number 1,935 19,419 2,682

Structured cash deposits

Initialism reviewed the activity identified by Grant Thornton by applying indicia against the Crown
Riverbank and Southbank bank statements and is of the view that there are 117 instances that are
indicative of structuring to avoid the $10,000 cash reporting threshold through the Riverbank bank
accounts and 53 instances that are indicative of structuring to avoid the $10,000 cash reporting
threshold through the Southbank bank account.

Initialism undertook further analysis of the structured payments and identified multiple patterns of
indicia that, in Initialism's view, are also indicative of cuckoo smurfing. The patterns of indicia also
indicate that cuckoo smurfing appears to have exploited legitimate payments relating to gaming
activity by Crown's customers, replacing legitimate proceeds en-route to Crown and before their
receipt by Crown in the Riverbank and Southbank accounts.

Cuckoo smurfing using structured cash deposits

It is Initialism's opinion that the activity in the Riverbank and Southbank accounts is indicative of
potential exploitation by cuckoo smurfing activity as part of money laundering schemes that made
structured cash deposits below the reportable threshold into the Riverbank and Southbank bank
accounts.

Initialism identified 180 incidents across the Riverbank and Southbank bank accounts, each
represented a series of cash deposits for a customer. Leveraging additional information provided
by Crown, Initialism established that the structured cash deposits appear to be the result of a
legitimate payment related to gaming activity initiated by an overseas customer of Crown.

These incidents each appear to be indicative of either structuring by the customer or cuckoo
smurfing based on the number of structured cash deposits at different branches, the round s value
of the deposits, and the customer is not domiciled in Australia, and/or or where the cash deposits
have been made in a different State of Australia to Crown'’s premises, indicating the customer may
not have been involved in the deposit of funds.

It is Initialism’s opinion that the majority of incidents of structuring identified are indicative of
cuckoo smurfing.

For more details of Initialism’s analysis that led to this conclusion, please see Appendix A for the
analysis of the structured cash deposits.
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Cuckoo smurfing using large cash deposits

It is Initialism's opinion that the activity on the Riverbank and Southbank accounts is indicative of
potential exploitation by cuckoo smurfing activity as part of money laundering schemes that made
large cash deposits above the reportable threshold into the Riverbank and Southbank bank
accounts.

Initialism identified 49 incidents across the Riverbank and Southbank bank accounts, 16 in relation
to Riverbank and 33 in relation to Southbank, where apparent multiple large cash deposits for the
benefit of a Crown customer was unrelated to the incidents of structured cash deposits detailed
above.

These incidents each appear to be indicative of cuckoo smurfing based on the number of deposits at
different branches, the value of the deposits, and the customer is not domiciled in Australia, and/or
or where the cash deposits have been made in a different State of Australia to Crown’s premises,
indicating the customer may not have been involved in the deposit of funds.

For more details of Initialism’s analysis that led to this conclusion, please see Appendix B for the
analysis of the large cash deposits.

Cuckoo smurfing using third-party electronic funds transfers

It is Initialism's opinion that the activity in the Riverbank and Southbank accounts is indicative of
potential exploitation using cuckoo smurfing techniques employed by money laundering syndicates
that made third party electronic transfers into the Riverbank and Southbank bank accounts.

Initialism’s review identified the following patterns of indicia regarding electronic funds transfers
received by the Riverbank and Southbank bank accounts:

J International electronic funds transfers by a third party, who may be an individual,
on behalf of a Crown customer;

J International electronic funds transfers by a third party, which may be a company,
on behalf of Crown customer;

. International electronic funds transfers by a third party, which may be an overseas
money remitter, on behalf of a Crown customer;

J Domestic electronic funds transfers by a third party (individual or company) on

behalf of a Crown customer.

International transfers by a third-party individual on behalf of a Crown customer

Initialism identified some transactions which appear to be made by individuals unrelated to Crown’s
customer. The payments appear to have been made in the name of the unrelated individual but
contain either the Crown customer’s name or a Crown customer number as part of the payment
reference.

Whilst inconclusive on its own, the use of third-party individuals and the pattern of payments
evidenced by the Riverbank and Southbank bank accounts, in Initialism’s opinion, align to the
indicia of cuckoo smurfing activity for the purposes of money laundering.

Some third party international electronic funds transfers from individuals also appear to be
constructed in a particular way. The Riverbank and Southbank account evidence deposits from
multiple third parties to a single customer, multiple deposits from the same third party to a single
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customer in quick succession, and multiple deposits from the same third party to multiple
customers over a short period of time.

For examples of the payments that led to Initialism’s conclusions regarding the patterns of cuckoo
smurfing indicia related to third-party payment by unrelated individuals, please see Appendix C.

International transfers by a third-party company on behalf of a Crown customer

Initialism identified some transactions which appear to be made by companies unrelated to Crown'’s
customer. The payments appear to have been made in the name of the unrelated company but
contain either the Crown customer’s name or a Crown customer number as part of the payment
reference.

Whilst inconclusive on its own, the use of third-party companies and the pattern of payments
evidenced by the Riverbank and Southbank bank accounts, in Initialism’s opinion, align to the
indicia of cuckoo smurfing activity for the purposes of money laundering.

Some third party international electronic funds transfers from companies also appear to be co-
constructed in a particular way. The Riverbank and Southbank account evidence multiple deposits
from the same third party to a single customer in quick succession and multiple deposits from the
same third party to multiple customers over a short period of time.

For examples of the payments that led to Initialism’s conclusions regarding the patterns of cuckoo
smurfing indicia related to international third-party payment by unrelated companies, please see
Appendix D.

International transfers by overseas money remitters on behalf of a Crown customer

Initialism used information provided by Crown about known overseas money remitters to identify
International transfers by overseas money remitters on behalf of Crown customers and identified
100 payments of this nature in the Riverbank accounts and 502 payments of this nature in the
Southbank account.

Whilst the use of overseas money remitters alone is not indicative of money laundering or cuckoo
smurfing. In some countries, it is Initialism’s experience, money remitters are more widely used
than with less efficient banking systems.

Based on information provided by Crown, Initialism’s review also identified that some of the
overseas money remitters making electronic funds transfers on behalf of Crown customers used
unrelated company names to make the payments, concealing that the payment was made by an
overseas money remitter.

Whilst inconclusive on its own, the use of overseas remitters and the pattern of payments by
overseas money remitters as evidenced by the Riverbank and Southbank bank accounts, in
Initialism’s opinion, align to the indicia of cuckoo smurfing activity for the purposes of money
laundering.

Some third party international electronic funds transfers from money remitters also appear to be
constructed in a particular way. The Riverbank and Southbank account evidence multiple deposits
from the same remitter to a single customer in quick succession and multiple deposits from the
same third party to multiple customers over a short period of time.

Initialism’s review also identified the use of inconsistent payment descriptors on some payments
made by money remitters, these include descriptions such as "HEX PAYMENT" or "FOR
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BUSINESS”. Itis Initialism’s experience that descriptors can be used to conceal the nature of the
payment due to cultural or confidentiality considerations. Additionally, the description may be
appended to the payment by intermediaries rather than the payer (Crown customer) to avoid issues
with effecting the payment into Australia.

For details of the payments that led to Initialism’s conclusions regarding the patterns of cuckoo
smurfing indicia related to overseas money remitters, please see Appendix E.

Domestic transfers by a third-party on behalf of a Crown customer

Initialism identified some transactions which appear to be made by domestic (Australian) third
parties (individuals or companies) unrelated to Crown’s customer. The payments appear to have
been made in the name of the unrelated third party and contain either the Crown customer’s name
or a Crown customer number as part of the payment text.

Whilst inconclusive on its own, the use of domestic third parties evidenced by the Riverbank and
Southbank bank accounts, in Initialism’s opinion, align to the indicia of cuckoo smurfing activity for
the purposes of money laundering.

Some third-party electronic funds transfers from domestic bank accounts also appear to be
constructed in a particular way. The Riverbank and Southbank account evidence multiple deposits
from the same remitter to a single customer in quick succession and multiple deposits from the
same third party to multiple customers over a short period of time.

For examples of the payments that led to Initialism’s conclusions regarding domestic payment by
unrelated third parties, please see Appendix F.

Inconsistent payment descriptors

Additionally, during the review, Initialism identified several instances where payments into the
Riverbank and Southbank bank accounts were accompanied by payment descriptions that
conflicted with the underlying purpose of the payment to Crown.

Whilst Initialism has not reviewed each instance where an inconsistent description was applied, it is
our opinion that an inconsistent description on its own is not indicative of money laundering activity
however, it is our experience that it is problematic to systematically monitor descriptions on
payments. Therefore, we understand that descriptions are used as a secondary element when
reviewing a transaction or payment that has been deemed unusual due to other reasons.

The use of descriptions as a secondary indicator is because it would require prior knowledge of the
purpose of each payment prior to processing to determine whether the description is inconsistent,
and an acceptance that whilst the description of the payment is inconsistent there may be
legitimate rationale used to conceal the nature of the payment due to cultural or confidentiality
considerations. Additionally, the description may be appended to the payment by intermediaries
rather than the payer (Crown customer) to avoid issues with effecting the payment.

For examples of the payments that include inconsistent descriptors please see Appendix G.
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e Patron Present: Signed — indicating client present in Perth;
e Patron not ordinarily domiciled in Australia;
e Internal Email: Yes.

Conclusion: this activity appears indicative of structuring due to the number of cash deposits under
$10,000 on the same day at different branches within relative proximity to each other.

Additionally, this activity may be indicative of Cuckoo Smurfing as the funds appear to have been

deposited by an unknown party rather than the Patron and some of the funds appear to have been
deposited in different State of Australia to Crown Perth’s premises, indicating the Patron may not

be involved in the deposit of those funds.

Southbank Bank Account Review

Initialism’s review of the bank account activity and supporting material provided by Crown
established the following:

. Cash funds deposited at different branches on the same days or consecutive
days within the Western Sydney and South Sydney areas, in amounts of less
than $10,000:
® 11/01/14 - 7 deposits at 3 branches in the South Sydney and North Western
Sydney areas, in addition to 1 x transfer of $15,000;

= 13/01/2014 - 18 deposits at 6 different branches (in some instances there
were multiple deposits at the same branch) in and around Western Sydney
and South Western Sydney regions;

. Notation indicates the funds were paid into ‘Safekeeping’ on 13/01/2014 &
14/01/2014, and used on 20/01/2014 to redeem the outstanding from 6/12/2013
(noting the funds appear to have been used ahead of all deposits being made);

. Deposit locations: Relatively close proximity;

. Unexplained correlation between establishment where patron plays
(assumption is in Melbourne) and the cash deposits in Sydney & Southern
Sydney;

. Transaction Type: information provided states the Money Change is "More than

likely PT Mekar Indo Abadi Sentosa (Authorised Money Changer) -no evidence
on TA" however Initialism is unsure how this has been determined;

. An Adverse Media review of the Money Changer has identified articles where
the Money charger was called as a witness into corruption -
https://www.merdeka.com/peristiwa/saksi-ini-akui-diminta-transfer-usd-14-

juta-ke-perusahaan-rekan-setnov.html

. Patron not ordinarily domiciled in Australia.

Conclusion: this activity appears indicative of structuring due to the number of cash deposits under
$10,000 at various locations in a short timeframe.

Additionally, this activity may be indicative of Cuckoo Smurfing as the funds appear to have been
purportedly deposited by a Money Services Business in Malaysia who made the funds available in
cash in Australia rather than a direct transfer from the Patron and the deposits have been madein a
different State of Australia to Crown Melbourne’s premises, indicating the Patron was not involved
in the deposit of funds. Additionally, the funds appear to have been applied as "Safekeeping” and
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1 QuickCash deposit at a branch/ATM in the Sydney CBD region on 14/04/2015,
in 1 large amount of $40,000.

2 QuickCash deposits at the same branch/ATM in the South Sydney CBD
region, in 2 large amounts of $39,940 and $50,000 respectively and 3 QuickCash
deposits at three different branches/ATMs in the Sydney CBD region on
17/04/2015, in 2 large amounts of $50,000 each and 1 large amount of $39,215.
1 QuickCash deposit at a branch/ATM in the Sydney CBD region on 20/04/2015,
in 1 large amount of $50,000.

2 QuickCash deposits at two different branches/ATMs in the South Sydney CBD
region on 08/o5/2015, in 2 large amounts of $50,000 each.

4 QuickCash deposits at four different branches/ATMs in the Sydney CBD
region on 11/05/2015, in 4 large amounts of $50,000 each.

1 QuickCash deposit at a branch/ATM in the Sydney CBD region on 31/08/2015,
in 1 large amount of $50,000.

4 QuickCash deposits at 3 different branches/ATMs in the Sydney CBD region
on 07/10/2015, in 2 large amounts of $35,000 each and another 2 large amounts
of $40,000 and $56,986.

1 QuickCash deposit at a branch/ATM in the Sydney CBD region on 08/10/2015,
in 1 large amount of $47,730.

2 QuickCash deposits at two different branches/ATMs in the South Sydney CBD
region on 09/10/2015, in 2 large amounts of $50,000 each.

2 QuickCash deposits at two different branches/ATMs in the South Sydney CBD
region on 14/10/2015, in 2 large amounts of $30,000 and $26,986, respectively.
1 QuickCash deposit at a branch/ATM in the Sydney CBD region on 20/10/2015,
in 1 large amount of $50,000.

4 QuickCash deposits at 4 different branches/ATMs in the Sydney CBD region
on 27/10/2015, in 3 large amounts of $50,000 each and 1 large amount of
$49,500.

5 QuickCash deposits at 5 different branches/ATMs in the Sydney CBD region
on 28/10/2015, in 5 large amounts of $50,100, $35,460, $50,000, $30,000, and
$58,230, respectively.

5 QuickCash deposits at 5 different branches/ATMs in the Sydney CBD region
on 29/10/2015, in 4 large amounts of $50,000 each and 1 large amount of
$33,912.

1 QuickCash deposit at a branch/ATM in the Sydney CBD region on 30/10/2015,
in 1 large amount of $50,000.

2 QuickCash deposits at two different branches/ATMs in the Sydney CBD region
on 04/11/2015, in 2 large amounts of $30,000 and $40,000, respectively.

1 QuickCash deposit at a branch/ATM in the Western Sydney region on
15/11/2015, in 1 large amount of $24,000.

2 QuickCash deposits at two different branches/ATMs in the Sydney CBD region
on 17/11/2015, in 2 large amounts of $50,000 and $49,950, respectively.

2 QuickCash deposits at two different branches/ATMs in the Western Sydney
region on 18/11/2015, in 2 large amounts of $45,000 and $43,680, respectively.
1 QuickCash deposit at a branch/ATM in the Western Sydney region on
22/11/2015, in 1 large amount of $45,000.

2 QuickCash deposits at two different branches/ATMs in the South Perth region
on 05/01/2016, in 2 large amounts of $50,000 each.
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APPENDIX G- INCONSISTENT PAYMENT DESCRIPTORS

Additionally, during the review, Initialism identified a number of instances where payments into the
Riverbank and Southbank bank accounts were accompanied by payment descriptions that
conflicted with the underlying purpose of the payment to Crown.

Riverbank - ANZ Account

14/08/2013 $ 35,000.00

Riverbank - CBA Account

12112015 353,805.26
31/12f2015 350,000.00
20f/02(2018 5,000.00
23f12f/2016 £0,309.00
29/11/2016 5,978.00
gfiof2017 70,963.00

2/0Bf2018 3,000,000.00

3/o7/2019 2,000.00
Southbank - CBA account

12112014 % 148,971.35

31/0Bf2016 148,099.00

12{10f/2016 $ 139,968.00

14f10{2016

$ 244,968.00

2122016 % 19,971.00

3/o8f2017

$ 76,978.00
1g/ogf2017 % 46,356.00
20(12{2017 $ 199,963.00
20/12/2017 $ 99,963.00
2g/12/2017 % 100,000.00
2fo1/2018 $ 100,000.00
3/01/2018 % 234,963.00
3/01/2018 $  239,963.00
3/01/2018 % 241,446.00
3/01/2018 $ 241,963.00
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