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Executive Summary (1/2)

Crown's junket approval process and ongoing probity measures are primarily managed by Crown's Credit Team. During the course of our
review we have identified a number of recent enhancements that have been made to increase the robustness of the due diligence process, and
made recommendations for opportunities to enhance this further including through increased collaboration and clarity around the roles of

different parts of the business.

Junket operators

The for ensuring integrity of the junket op pr at Crown

{Crown) are primarily managed by Crown's Credit Team. The team is responsible for
conducting due diligence and open source 1 to pr a lion for
Executive decision makers as 1o whether Crown should enter into business with the

Key findings:

to strengthen the inf

There are several inputs to the due diligence

processes undertaken by Crown, Specifically, we recommend:
+ Crown obtain additional declarations from operators in relation to litigation history
and status to inform the research undertaken.

junkel operator, and then play a central role in ongoing probity and risk mar
through conducting an annual review into each operator.

The process has evolved over time, beonnng as a credit d\eek to now incorporating
increasingly robust controls and bringing in exp and i held in other areas
of the business. The current p is reflective of Crown’s growing g of the
potential risks and we noie evidence of genuine critical review of the potential risks
throughout the process.

There remains several areas where processes would benefit from increased
documentation and darity of the accountabilities of different teams and have identified
opportunities to improve the training of staff to ensure they are equipped to effectively
manage the risk areas for which they are responsible.

+ Review the extemal data sources accessed and include additional risk and
reputational focussed sources and the capacily o engage extemal investigation
support.

+ Provide formal opensource research training to staff members conducting due
diligence research.

Formalise the cumrent protocols for trace checking with Crown's Security &
Surveillance team and outline how these are considered in decision-making.

Clearly articulate the risk priorities and red-flags o be considered and align the view
of risk with the AML team via greater oversight and involvement.

Update the due diligence summary sheet to reflect the risk issues investigated and
the outcomes and ensure both the decision and rationale are recorded along with
the information upon which the decision was based.

Align the operating model for the new junket and the review processes with a clear
three lines of defence model that articulates the roles and accountabilities of all
relevant areas.
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Executive Summary (2/2)
Crown's Persons of Interest (POI) process is a positive initiative which will add structure to decision making and ensure diverse perspectives
are brought together to provide a holistic overview of risk. Our review considered the information inputs involved, and the process for reviewing

and making decisions about persons of interest.

Persons of Interest (POI) process

The Persons of Interest (POI) process has sought to add more structure to the decision
making process around high-risk patrons. As with the junket program, this process began
as an informal review, and has been developed over time. The process has recently
undergone a review and refresh led by the Risk Depariment. This has led to the
introduction of a Patron Decision Assessment {(PDA} form, to provide structure in decision
making through the use of an automated risk scoring system that supplies a risk rating of
low, medium or high.

Key Findings:

The POI process is a positive initiative to add a framework around decisions regarding
persons of interest, which will increase consistency and ensure that Crown's values
and prioriies are considered as part of the process. We recommend that the

assumptions upon which the tool is d d are dearly , and that the
reliability of i i are also consi Al made through the
POIp should be with the rati

The information inputs that trigger the POI process are understood internally, however

All assessments that receive the medium or high rating are r ded to be not yet within Crown’s policy documentation which would assist in ensuring
through a POI Committee process, which involves either an email being sent to b 3"4" " g the pi . A‘t p:slss:t;m processes are
of the committee, or a meeting being held in which the patron is di d by all Not¢ to cor law er r which may pose
members present prior to a decision being made. gr risk to Crown.

Thi bership of the POl Committee effe ly bri i fr levant
The pi is a good of Crown bringing differing perspectiy and exp! o e P s s TN eIy

together to ensure that the decisions are informed by a holistic review of risk. It is
currently in its early stages, and through our review we have identified a number of areas
where policy and process documentation could be strengthened to ensure consistent
application.

internal departments to ensure that a holistic view of risk and internal perspectives is
included within the ision making p Crown may benefit from a more defined
approach to Executive and Board escalation. It may also be appropniate to appoint a
secondary committee that is restricted to senior leaders in the organisation for the
management of particularly sensitive matters relating to law enforcement.
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01 New Junket Operators
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New Junket Operators

niroduction and areas of foous

The processes for assessing and approving prospective junket operators at Crown
Melbourne (Crown} are primarily managed by Crown's Credit Team, who are
responsible for conducting due diligence and open source research to produce a
recommendation for the decision maker as to whether or not Crown should enter into
business with the junket operator.

The process has been subject to a number of enhancements over the last few years,
however our review has focussed on the current state, with further information on the
enhancements included within Appendix D.

We have made a number of recommendations for Crown to strengthen its processes,
which have developed organically. Notably these include defining probity and Crown’s
risk appetite in this space, along with increasing the role and involvement of other key
parts of the business to support the Credit Team in their initial assessments.

Our review examined three areas in relation to Crown's processes regarding
prospective junket operators: information inputs; the process for assessing an
application and the role for different aspects of the business.

1.1- Information Inputs

< Information obtained from prospective junket operators

Due diligence searches

Internal information

Staff fraining
« Use of investigations support

1.2 — the Process for Assessing an Application

Definition of probity and risk appetite

Scope of Crown’s Due Diligence Assessment

Information management and documentation

Characterisation of risk associated with Junket Operators

Reliance on DICJ Licensing Process

Decision making process

Communicating risk categories in the due diligence summary sheet

1.3 — the Role for Different Aspects of the Business

The role of the Security & Surveillance Team

The role of the AML Team

The role of the Compliance Team

Three lines of defence model
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New Junket Operators
Process map: the junket operator approval process and documentation
'— ' ' JTO APPLICATION INCLUDES:
Confrm wheter
Exgression of nterest © be JTO S::("'é_ﬁ JVLO gsg,%'f"zmg nni:n?ﬂ’;s:um * JTO's personal * Proof of address cashing facility
x X > Salesforce 3 processing s approved of details * Business card request
doreed * JointNONEGPRA =« Personalcheque * Application for
{Melbourne & * Police check depositaccount,
VIP Saigs T Group Credit Group Credt
bl =3 ik Perth) * DIC) license cheque cashing,
| = Passport = ABN/TFNor credit
] * IDcardordriver’s  application facility/funds
license * Creditor cheque advance facllity
4
R Colsle due r ' +ADDITIONAL DOCUMENTATION
decumentaton gRnCH pirsie, Review od submt | ¢ s Rl sl Provide NONEGPRA
and uplosd caery oul searchos for Expcutive soproved | juniet profie and and ndlity VIP
aganst Salestorcs | —— | S0drnintemal o appeoval 3 | pdate Salestorce | 3 mc:"""“’"’:-m + Evidence of other * Comments/other
delsbeze check Eores junket operations information
L Group Credt L Group Credt Group Credit Group Credt Group Credt * Source of wealth
NManager J
I DUE DILIGENCE FILE INCLUDES:
' - '— « Crownhistory = Policecheckvia * WealthX
Revew he fie Paton records = Other casino Fit2Work {Hong * Factiva
Submit ABN / TFN Prowide a Junket A ;
'mg;;‘l\v:" sopiicaton to ATO W::mss;z:um f’:w :orl\:« p;;\‘;‘:z::m activity Kong & Singapore) * Searches:
completenass 3 | adnotfy VCGLR | 5 —3 operslor —_> dsily screening = IDdetails « DIC link personal,
* Policecheckfrom * VEVO check company, property
VIP ntematonal Cradt Contol every countryof <« DOWlones * Recommendation
Compliance Team Complance Team Compliance Team
Exac Assistant Toamn residency « Global Data
©.2020 Debcitne Fisk Advisory. Dot Touche Toheatsu
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New Junket Operators

VIP Sales &

Commercial

Credit Team

Group Credit
Manager

Executives
CEO,CLO &
coo

Compliance

Process map: roles in the junket approval process
Rocoivo oxprossion of| | Mo ket oporatar | | o0 NonEGPRA | | o via
interest to be JTO completed agreement SalesForce
7
Assign request 1o Confirm whether JTO Run a check against Collate due diligence
member of Credit has been previously AML and Security & || profile and conduct
Team approved or denied Survedlance records searches
Review due diligence
file and submit for
approval
¥
Executive review and
approval
Run internal
database check

Security &

Survelllance

Provide a Junket
Letter to now operator

A

Submit ABN / TFN
application to ATO
and notify VCGLR

Update Salesforce &
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1.1 — Information Inputs (New Junkets) (1/3)

All prospective junket operators are required to submit an application and supporting documentation. Crown's Credit Team then conduct due diligence, including
through use of external providers and open source searching. To strengthen the process, Crown could request more information up front to allow for further verification

and interrogation through the due diligence checks, and ensure that these are sufficiently tailored towards the international nature of the junket sector.

141 ined from prosp Jjunket op

Prospecuvs junket opefamrs are required to oumpkene an application form and provide
include a police check,
and Mt rala'ned applications. The form also includes a
space to provide additional documentation such as source of wealth and evidence of other
junket activity.
Dedclarations are not sought regarding Witigation history, financial situation or other business
operations. Other gaming companies require operators to make specific dedarations in
relanonmmeselssms The of such i is to g the due
PP by e from the operator which can be checked
throughout the process. Requiring declarations can also deter potential dishonesty or
corruption in the application process.
1.1.2 Due diligence searches

Internet searches are curently run through Google. Best practice in this area is to use multiple
search engines as well as metasearch engines to provide a more comprehensive findings.

Our review of !hea sarp{e due dili files i that online do not include
ies that the operator is affiliated with or known associates. In
meof\heduedﬂwweﬂaswsmmd we found that potential adverse information had
been i andafﬂlated . This i i
did not appear to have

was Ested in the due dii y, however
beenoondunedbyClvwmovenfythemormanm

1.1.3 Recommendations
We that Crown seeking ions from ive junket
aspanoﬂheappbcamnprooess including on litigation history, financial situation and other

Crown currently makes use of a number of extemal providers whilst carrying out into
prospective junket operators as part of the due diligence process, including:

Factiva: searches on name and date of birth.

WealthX and Global Data: aggregators of information, which focus heavily on weaith.
Acuris C6: provides reporting on compliance and reputational issues.

Google searches.

Of the searches undertaken, Acuris C6 provides the highest quality reporting for matters of

compliance and reputation risk, however is used infrequently by Crown due to cost, primarily

at the start of a new relationship. We have provided further insights into the providers used in

Appendix E.

The current providers are generally limited when in Chinese. ing the

interational nature of the junket sector, addmmdpmwderssud’:asWusarsandBalmmay
the i ion obtained through the current process.

© 2020 Dedoitin Rizke Advisory. Dwioita Touthe Tohmatsu

Thswll the due diligence approach through providing the
Credit team with additi ion to through their

Cur review identified that there are opportunities to strengthen the junket due diligence through
ensuring it is sufficiently tallored to the intemational nature of the program, including through:

. ing Crown's Vudunmnmndd\nawmpvowdorsm
mlamcksdesouﬁmnmemmam used by the prosp: operator.
mmgmwmmmumawmﬁms

+ Consk using i Provi as part of the due diigence process, such as
Wisers and Baidu.
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1.1 — Information Inputs (New Junkets) (2/3)

The due diligence research for prospective junket operators is currently conducted by Crown's Credit Team and can be strengthened through additional training in
opensource research and improved access to internal information and intelligence held by Crown. Recent introduction of an internal check with the AML and Security
and Surveillance teams is a positive step in increasing the robustness of the due diligence process, however this is not yet documented within training or policy

documentation to ensure consistent application.

1.1.4 Internal information

Currently, different departments within Crown maintain independent databases and
inteligence records. This msmdﬂ!mrqrohsmdopamomsphynm»msuml

1.1.5 Staff training

The due diligence process is currently conducted by staff in the Credit Team who have not
ived formal ope training.

integrity program; with the Security and
mspomi:leforimwﬂhlaw and AML matter reports
and the transaction m program. anislitsneeessaywrasvmaccessmsmsnwa

information, the lack of a holistic view of internal intelligence could result in Crown entering
into a relationship with an operator about whom adverse information is held internally.

To mitigate this risk, the Credit Team has recently introduced an additional check into its
junket operator due dligence process, which involves cross ing the operator detads
against intemal databases held by the Security and Surveillance and AML teams. This check
provides a positive measure towards ensuring Crown’s systems are effectively aligned,
however at present is not formalised within policy or training documents therefore may not
be consistently being applied.

In the due diligence files revi in this we noted of these checks
that highli i matter reports refated to the named operator
without providing details of these reports. The presence of a trace on Crown's internal
databases however is an important consideration for the decision maker, which may signal
adverse infomation being held regarding the prospective operator from any previous
dealings with Crown or inteligence received from extemal agencies or other casinos.
Crown's poiuos should furmahsn this check within their processes, and include guidance on

i and

how any i traces are to the decision maker, to
ensure they are ively and within the approval process.

© 2020 Dedoitin Rizk Advisory. Dwiotza Touthe Tohmatsu

the internal fraining guide outining the process does not include detads of
dﬂemrsks AML typologies or red flags that shoud be considered whilst carrying out the
searches and checks.

1.1.6 Recommendations

We that Crown mamdehedtsaspand\hemmapprovalpmcess
These should be included within policy and training to ensure

Deloitte recommends that those staff members in the Credit Team who are responsible for
conducting due diligence are provided with formal training in open-source research and
information collection. We also recommend that the internal training documents are

1o include on carrying out searches and due diigence checks, including
risks, red flags and typologies, along with better defined escalation points and triggers for
further investigation.
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3.1 — Information Inputs (New Junkets) (3/3)

Crown does not currently make use of third party investigation support to undertake due diligence in relation to high-risk business partners, including junket operators.
Doing so could enhance the robustness of Crown's approach, particularly in instances where red flags have been identified or in high-risk jurisdictions such as those

where records are not easily accessed.

1.1.6 Use of external investigations support

At the current time Crown does not engage third party support to due
diligence in relation to junket operators. Aemss the industry it is common for companies to
uuiso ppropriately qualified i P to undertake in depth due diligence into
high-risk business parmers, including junket

The value of this approach is the ability to undertake research in the relevant local languages by
professional investigators who are famikar with the relevant and other
records available in a particular s ict For example, a number of Chinese legal records
can only be accessed within China via a manual search of a particular database. Third-party
information aggregators such as those utiised by Crown are often unable to access this
information.

Typically, p will also i d\ad(s related to intemational
sanctions, conduct local language media, corporate records and searches and where
required can conduct inquires via in-country contacts to obtain information on the reputation and
background of operators.

Organisations differ in how and when they utilise such services. Some casinos outsource the
due diligence process to an external provider while others will only engage these services
where initial red-flags have been noted in the course of their in-house research, Given the
value of being in local | bystaf(ﬂmedandexpmuwed

ing due dili in the relevant j this ility can
of the due di process,

b the

© 2020 Dedoitin Rizk Advisory. Dwioiza Touthe Tohmatsu

3.1.7 Recommendations

Crown identify suitably qualified i with the and

to undertake more in-depth due diligence nvoanaﬂons in regions relevant to the junket
program. Given Crown already undertakes its own due diigence research, it is recommended
this support be engaged on an as needs basis when red-flags are noted during the course of
research but are unable to be resolved.
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1.2 — the Process for Assessing an Application

Crown does not currently articulate its risk priorities or tolerance regarding the junket program and relevant documentations does not provide a clear definition of prabity
in this regard. Doing so would provide grounding for the due diligence process and guide decision making.

1.2.1 Definition of probity and risk tolerance

There is no clearly articulated statement of Crown's risk priorities and tolerance regarding the
junket program, nor is there a clear definition of the term ‘probity’ in the context of junket
operations. Cleary articulating the key risks related to the junket program and Crown's tolerances
in respect of these risks will provide grounding for the due diligence process and guide to eventual
decision.
Crown's 'Junkets & Premium Players Intemal Control Statement ("ICS") aims to identify and
evaluate risks inherent in the conduct of Junkets and Player Programs. According to the ICS Risk
Assessment Mamx the possnblo occurrence of criminal influence and exploitation may have
and financial risks to Crown. Overall, the risk presented by
junket Op is deemed as sk

We note the current version of the ICS was approved by the VCGLR in December 2015.

The ICS outlines the various Minimum Standards and Controls the Risk
of Operators and Players. In section 2.5 of the ICS, Crown states that “Crown will ensure that it

The review of junket processes completed in March 2019 noted Crown's brand and reputation
maybscompmmsedshmddxmpmwanamwnybemdtomwummlndeommw
states program activity must ensure integrity and This recent ition is
Mmewmgrewwrmmdu\deWQMMnSksmedwrhMp’wanammsm
reflected in the ongoing of the due dili process. However, there is a lack of
mbutde’mnnoﬁhesarsksnmlatedpdmandpmcedues It also remains unclear
whether the consideration of probity includes, or is in addition to, the assessment of the
creditworthiness of the Operator.

1.2.2 Recommendation

Deloitte recommends the Junket Program ICS and related policies and procedures regarding
jurket g and due diligence be updated to include a specific statement of the legal

has robust processes in place to consider the ongoing probity of its Junket Oy

Junket Players and Premium Players”. The ICS does not explicitly define Crown's definition of
obity in relation 1o the junket program. Similarly, no explicit definition of probity is included in the
Junket SOPs document.

Probity in relation o junket is instead operationali the guiding
the junket due diligence process. Current and previous versions of documents relating to Crown's
pvogmnnmnomwmpommoﬁmassossmomofpmbnyas‘moabsomnofacnnlndmcnvd'

which is verified by Crown obtaining either a cumrent police or of

with the Macau DICJ.

We noted also Crown's discussions with the VCGLR in 2003 during which the regulator accepted
that if a junket operator or agent was able to obtain a visa and to travel to Australia, this
emnmudmpmb«yappmval This is reflected in the Crown Junket Processes requiring that

visit an Crown property prior to the maiden junket visit and at least
ovorylwayoarsl?mma‘w.

© 2020 Dedoitsn Rizk Advisory. Dwioite Touthe Tohmatsu

admmmu\dﬂsksmuhmmbemdmwm;mepmm At a minimum, we

this i include ion of criminal history; potential money

Mmgwmmiwnsdmﬂms(og fraud and corruption); financial and trade
and {e.g. forced labour etc.).

E-Overview of Jurket Processes
Reguatery & Compliance Memarandum, Jurket Processes Updated, 7 June 2019 "
Fusk & Assurance Memarandum, ‘Review of Jurket and Premiun Player Program Processes and Procedres
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1.2 — the Process for Assessing an Application

Crown’s due diligence process does not currently include junket agents, who play a central role in junket activity including visiting the casino during junket programs.
We therefore recommend that agents should be considered as part of the initial junket operator approval and due diligence process. The overall process could be

strengthened through enhancements to record keeping and information management.

1.2.3 Scope of Crown’s Due Diligence Assessment

Crown's current due diigence process applies to Jurket Opelatots and Premium Players, and
both groups undergo the same due dilig: of credit worthiness.
Oudsctss-onswnh(:rcwnstaﬂhghiwmadmeawarmessmatmpmeessshmldakondude
the Agents appointed by Operators,

From our understanding, Agents act as the representative for the Operator, often being present to
manage the group during the visit to Crown. We were informed that Agents often have financial
delegations on behalf of the Operator, including arranging cash outs and transfors as required.
Given their position, Agents present a potential risk of legal and reputational issues for Crown.

While we note the additional ECDD applied under the AML Framework to Agents who visit Crown,
their important role in junket operations wants further due diligence being conducted. We note that
while Crown keeps records of Agents attending the casino, no electronic records are kept
regarding which Agents attended various visits or when they were added or removed by the
Operators.

Crown's approach differs from that of other companies who obtain an approved list of agents at
the outset of the refationship and record and track their isits to the casino over time. Including
Agents as part of the due diigence process will assist in strengthening Crown's approach and
improve the opportunity to identify individuals with known adverse histories.

1.2.4 Recommendation

Crown obtain details of authorised Agents as part of the initial information provided for new
Operators and that these Agents be subject to risk-based due diigence procedures along with the
Operator. We recommend also that Crown consider recording information about when Agents are
added and removed by Operators and formally documenting their visits to Crown.

© 2020 Dedeitsn Rizk Advisory. Dwioite Touthe Tohmatsu

1.25 i and
The records for Crown's current junket program are maintained via a series of excel workbooks
‘which maintain records of the approval and idation details. These spreadsheets are

then cross-referenced and updated from the other relevant intemal systems via manual updating
of the junket operator register.

Information collected during the due diligence process along with the due diligence summary
Mamwmmdmawmods’woddlvowmmopambmgdlocatodamparmo

folder. We were the it within the folders has historically been
lpdamdbyaddngmyleostalmﬁWmmlM!oldumdmp!auwmymwﬂymld
documents. Crown has identified the difficulty this creates in locating previously obtained

information and in being able to recreate the exact information put before decision-makers when
reviewing past decisions. Under the current processes, the executive decision-maker receives a
hard copy of the due diligence summary and file for review which are not then retained as a
record.

This app 0 ing and storing il is not optimal in creating an auditable trail of
the due diigence process and doumsnnrq mo discovery of information throughout the due
diligence process. Crown is what can be made to this

approach to improve record keepngwl\r-n the due diigence and approval processes.

1.2.6 Recommendation

Crown should create a digital, point in time record of all information collected during the due
diligence process along with the due diligence summary and the recorded outcome and rationale
of the decision for the purpose of establishing a clear audit trai.
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1.2 — the Process for Assessing an Application

Responsibility for the due diligence process currently sits with the Credit Team and has evolved organically alongside the assessment of creditworthiness. Whilst recent
enhancements, such as mandatory police checks, are welcome additions, the process does not currently appear to be sufficiently tailored to consider potential

reputational risks or align with the AML risk categorisation.

1.2.7 Cl isation of risk with Junket O

We note the due diigence process has evolved K the of
thiness. The i mmmtnﬁhoorboavdmpvm as outlined in

Section 1.1, is mited to basic i ion, ABN regi ion and signed ag The first

phase of review conducted by the Credit Team is on identi and

creditworthiness. It is during the subsequent due diligence phase, that efforts are undertaken to

obtain information relating to the reputation, track record and probity of the Operator.

Aspaﬂo‘lhsmalrevm the Credt Team allocate a Category Number based on the reliability
p by the and the weight attached to the KYC information as outlined

below.

Code Oescription
TOirecksr
DIC) Collsborator Ucence Halder (ser COD list o)
Shareholder of Company wiv haids DICT icense.
Diredtor /
5 Expired DIC) Princpal Ucense Malder

o . Owectar / Sharehoider of Company wha haids Expired DIC) license

Certdicate of Criminal Aecord / A2 Wark
Ranket in arvslvec [urrid o (ven DICK
Ohver (e.g. urvverified 4ol agenis, guarantorsh

BEELEE

o) No Ik 10 DIC) or cAher jurisdiction.
0 Ceased reiationiv with Crown
y inropess

From our discussions with Crown representatives, we understand this scoring system was

as part of the review of conducted in 2017. While we recognise the score is
only finalised following approval, we observe it acts as a form of risk score during the due
diligence process.

© 2020 Dedeitin Rizk Advisory. Dwioite Touthe Tohematsu

We note that applications that have a Category Number of 1-4 are assigned a green marker
whereas applicants who have Category Numbers of 5-8 are assigned an amber marker.
Unverified sub-agents and guarantors are designated in red, inferring that they are of higher risk.
During the assossment process, mmpicam:mnacmwymbuofﬂ'tmm«s

that the application is ‘'In Progress'. Asmom is d g the process, the
score is varied to reflect the i and gained about the operator.
Recent changes to make i a police y for all op and i

doanmcs from multiple jurisdictions where an operator is identified as resident in different
However this is yot to be updated in the approach to
alloeamaacaxagotymxnber.

The allocation of the Category Number to Operators is not consistent with the scoring regime
utilised under the AML program. The current credit scoring focuses predominantly on
whether the junket operator is registered with DICJ or has provided some means fo check criminal
history. It does not appear to consider other potential reputational risks that may be associated
with the operator or agents.

1.2.8 Recommendation

Crown should consider aligning the risk for junket with other risk
assessments, such as the AML rating, and create a single risk assessment of each operator. This
rating should be established at the outset and updated to reflect the outcomes of the due diligence
process. For example, the risk assessment should also reflect any potentially adverse reputational
issues noted in connection with the operator.

It is also recommended Crown consider the i of ing the of
potential risks from the process for assessing creditworthiness. As noted in the approach taken by
the Star, commercial and credit decisions are made after due diligence into potential risk has been
completed.
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1.2 — the Process for Assessing an Application

The process for assessing and making decisions about prospective junket operators is taken at a sufficiently senior level. There are opportunities to strengthen
communication around this decision making however, including through increased analysis and supporting commentary being issued to the decision maker, along with

ensuring feedback being provided around the rationale for decisions made.

1.2.9 Reliance on DICJ Licensing Process

WnahswvodmatCruwnhashistoﬂcdyphcndahighluvdoﬁmhtmmcluwmim
Process. Emphasis is placed on DICJ registration, or a valid police as a

1.2.10 Decision making process
Crown's current approval process for new junket operators adequately reflect the risks

requunsm before ptogmssqu in the process. Whilst we understand that DICJ conducts somu
and h on we note that the central criteria for obtaining a license is

that the individual does not have a criminal record.

Recent changes to Crown’s approach has strengthened this process by making mandatory that

Crown obtain a police check from the country of origin irrespective of whether the operator holds

a DIC! licence.

Where an operator is not registered in Macau, Crown’s current process has historically reied on

the police check a police chedck obtained from the home jurisdiction to satisfy the requirements.

The most recent update to the program now requires that, nmeevemanopermsmﬂiad

asbemresndemmmmﬂe;msdmom that a police check from each relevant juri is

with the program. Following completion of the due diligence and interal review by
the credit leadership team, the Due Diigence Summary Sheet and all underlying information
collected during the due dil process is provi lolhe i appmvaneamconsnsnng
of the CEO, CLO and the COO. After reviewing the i this is for
approving the new junket operator application.

Through our consultations with Crown staff, it was evident this process does involved genuine
critical review of the information and we were informed decision makers can and do refer
questions for additional research back the credit team in instances where they consider further
information is required to inform their decision.

We dd homrver note smfal areas for improvement related to the documentation and

of

obtained

RmmmmwmmmvmmmhmswmmmmmldmmmDlCJ
licence as a proxy for police and has i

clearances from multiple jurisdictions where relevant. Over xtmo this ls an appfopriam
enhancement to ensure Crown collects as much information as possible on the probity of
operators and is consistent with better industry practice.
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in relation to junket operators. During interviews with
Crown staff, we noted that staff often have limited visibility of decisions made, particularly when a
decision is made to continue business with an operator that has been subject of adverse
mporﬁmmmdwdﬁqmmprmss
During our three of due diligence files that had
besnpvaparedaspaﬂoﬁtnammalmwewpmcessfaexmm;mkmopemus In one of these
files, we noted the individual was listed as a former shareholder of a company with which Crown
had ceased to business some years prior. While the summary included reference to this
shareholding under the bullet points for both the GlobalData and Acuris Risk Intelligence
ﬁr\dqu nwmwmfunmmwwdnmm(mrmCruwnshmgmasodmhasms
with the Such i ion is relevant to the decision and should be
explicitly highlighted for the attention of the decision maker.

1.2.11 Recommendation

The junket due diligence summary should include the rationale for the decision made and held
on the junket due diigence file. Creating a contemporaneous record of both the decision and
the rationale would strengthen Crown's ability to review previous decisions and help to ensure
all relovant issues have been considered.
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1.2 — the Process for Assessing an Application

The decision maker receives a due diligence summary sheet which comprises of a summary of all due diligence information collected throughout the course of the
credit team’s work. We note that the sheet adequately summarises the outcomes of all searches undertaken and includes a section for the Credit team to make
recommendation to the decision-maker. It does not include specific consideration of the risk categories which were the investigated throughout the due diligence

process however,

1.2.12 Communicating risk categories in the due diligence summary sheet

We have reviewed the current due diligence summary sheet which has been enhanced recently by
creating an excel based summary of all due diligence information collected throughout the course
of the credit team’s work. This document replaces the earlier Microsoft Word-based template.

hrevwngammdexalmle n’thsnewkxmat for one existing junket operator. An example
related to a new § was not available given the recent introduction of the new
fom\mandlheshmdownofOrmsacbvmasdua!oCOVlD—19maamnhadrmwtbeenused
for a new

We note that the sheet ises the of all
includes a section for the Credit team to make recommendation to the decision-maker. In
reviewing this document, we noted it has been improved to include the historical information
collected through the course of the relationship with the particular operator.

Within the we note key i derived from the external data sowrces
luoofymlawdwm#hnfarmatmmhxthanmhrﬂskmms Our discussion with the
team noted no adverse information had been noted in relation 1o this particular operator.

The summary sheet does not include specific consideration of the risk categories which were the
investigated throughout the due diligence process. For the purpose of informing the decision
made by the executive, the due diigence sheet could be improved to explicitly document the risk
issues to be considered and highlight whether any information was or was not found in relation to
these issues. The specific categories should align to those outlined in defining probity and
Crown's risk appetite in relation to junkets as outiined in section 3.2.1.
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The cument vmswnaﬁmduuGwmmmuyshmshwiddsokwpammmmm
recording of both the decision made and a short from the the
rationale for the decision. Once recorded a contemporaneous record of the document and the
underlying information should be created and stored securely.

1.2.13 Recommendation

We recommend the due diigence summary template be updated to include:

1. D¢ ion of the risk L in the due diligence research and the findings
or otherwise against each of the categories; and

2. A section for the decision-maker to record to record the outcome and the rationale for their
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1.3 — the Role for Different Aspects of the Business

The junket approval process has historically been managed through the Credit Team, with limited input from other areas of the business. Crown has introduced new
measures to improve internal oversight and collaboration, including through running a check of Security and Surveillance, and AML databases as part of the due
diligence process. There remains scope of more active involvement and oversight, particular from the AML team to ensure a holistic view of risk is established and that
the research is reviewed by someone with an appropriate level of specialist training and expertise.

1.3.1 The role of the Security & Surveillance team.

Under Crown's cumrent process, responsibility for the junket operator due diigence rests with the
Credt Team. We note that historically this process has involved limited input from other risk
owners in the business such as the AML team or the Security & Surveillance teams. While the
Canpiameleanhashadmovwngmlesnceatlsastzoﬂ mﬂllamtyhshaslamely

with the requi 1o notify reg of junket relat
andmsuaraeordsalawtodate

As noted in Appendix D, recent enh to the due process have introduced a

check of the information held by Security & Surveillance. This is a positive step, though we have
further ification of how these are resolved is included in the junket operator

due diigence procedures.

1.3.2 The role of the AML team

Historically the AML team has had a limited role in the oversight of Crown's junket program. We
were informed a key reason was the lmited resourcing of the AML and the historical nature of
the program. We are aware Crown is currently making investments into the AML team to
support their work and that i Crown is options for ing the role of the
AML team in the program.
This work is encouraging and should be prioritised. Given the significant risk of financial crime
within junket operations globally, the AML team should have a central role in overseeing all
aspects of the new junket registration program. Crown recognises these risk by considering
juﬂ(mopnmmashmﬂsKWov!mMpwm however this prioritisation is not
the process as it currently stands. It is critical
Crovmsprocesseswpponngmngahohsﬁcviwafthedskassoaatedwmamopefamr
from the outset of the process. AML team at the of the due
diligence process and throughout is required to ensure all potential red flags are considered and
identified appropriately.
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We note the Credit team has work to uplift their of AML/ICTF
risks and that this is ongoing. Their role should be supported by staff appropnately trained in
AMU/CTF and conducting enhanced due diligence who review the research and provide input on
each case before a decision is made about the relationship. The outcome of AML review should
be explicitly documented within the due diligence summary.

1.3.3 The role of the compliance team

While the compliance team have had an ongoing role in the due diligence process for some time,
ounqulnasm‘edﬂusm!eacrsasapwndrswewtoensueallmnmmldmw-m-dam
and that all relevant Y regk such as ion to the VCGLR have been
satisfied.

Compliance have not traditionally had a role in reviewing the extent and quality of the research
mdemkendtmthemﬁueneeprm Gwmlheremndthemmame!ean their
They should

current role in provi of the is
uomnuawactmmsrdawtﬂememmomedmddwpmcessfmmaAMLteanshm

0 ensure approp! and occurs gt the due
diligence process.

1.3.4 Recommendation

Crown strengthen the role of the AML team within the due diligence process to ensure a holistic
view of risk is established at the outset of the due diligence process and establish a rating system
mauoumsaho&sncmom\opaomldnskswmmowopdmmdﬂmmbo
lmmmwmms The due diligence research should be fully
i by an trained and AML analyst prior to being forwarded to
the decision maker. The outcomes of this review should be recorded on the due diligence
summary sheet.
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1.3 — the Role for Different Aspects of the Business

Crown adheres to a three lines of defence model, however the process would benefit from clear articulation of roles and responsibilities of different teams involved to
ensure that this is understood and working effectively. This includes ensuring that VIP International staff are aware of their responsibilities and role in risk management

as the first line of defence for the junket program.

1.3.5 Three lines of defence model

As outlined in Crown's risk management strategy, it adheres to a three lines of defence model. As
already noted, there are several areas where the specific roles and responsibilities of aspects of the
business require darification in respect of the junket program.

As the customer facing team, VIP international are the first line of defence in the junket approve
process. This is not articulated clearly in the junket processes and procedures, and their role in
contributing to the integrity process is not defined. Clarification of their role and appropriate training
and support related to identifying red-flags should be included. From our discussions we are aware
that the credit team does have discussions with the VIP internal team on potential issues
throughout the process, there is no clear accountability for the VIP intemational team and the
mnaﬁonmdhmmmesedisussims‘snmfmmalryrawded

During our K i Crown how to align the junket
pvouessmmvdmﬂyvdhahoolmufdefmmodm Thsworknsmmuagodsoasm
ostablish clear roles and risk accountabdlities which would enhance the identification and
management of risk throughout the junket program.

Within this model, VIP i should be as the first line, with Credit, AML and
Compliance acting as second line functions to manage in the in-depth due diligence and approvals
program and providing specialist input to the VIP international teams. At the current time, the most
detadled outline of Crown's process for new junket applications is in the form of a training document
for the Credit Team. This does not include consideration of the role of the VIP Sales Team as the
first line of defence, or the additional step of engaging with Security and Surveillance and AML as
part of the information gathering.
The three lines of defence model should also establish the relevant audit function across the
program fo i review the ap| and due dii process and ensure the appropriate
pohoesmdproeedtmammed!o
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1.3.6 Recommendation

Crown continue with its work to establish a three lines of defence model across the junket
pmmmchdewmwmosmmmrwmuofmmm“wmwm
clear guidance on the risk issues to be K during the ion of new junket
applications.
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02

Existing Junket Operators
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Existing Junket Operators

Intreductinn and sweas of focus

Following the initial approval process, Crown has a number of measures in place to
review its existing relationships with junket operators and monitor the probity and
integrity of the program.

The central control involves an annual review, again led by Crown’s Credit Team. This
invalves re-verification of the documentation held by the junket operator, and
conducting repeat checks using a number of the same inputs as mined during the
initial due diligence process.

Alongside the review, there are a number of different measures in place that
contribute to the ongoing probity of the junket program, including daily Dow Jones
screening of patrons, spot checks into junket activity and an inactivity threshold.

As with the process for approving new junkets, Crown has recently introduced a
number of control enhancements to strengthen ongoing probity of operators. These
include requesting updated criminal record checks, and instituting Executive approval
as part of the annual review process. Our review has identified a number of additional
areas where Crown may be able to strengthen the process, including through
improved collaboration and use of internal information.

Our review examined the following areas in relation o Crown’s processes regarding
existing junket operators: the information inputs considered in the annual review,
including in connection with existing operators' activity; the process for updating
previous probity and background checks and role of different aspects of the business.

©2020 Deloitte Risk Advisory. Deloitte Touche Tohmatsu.

2.1 - the information inputs to be considered and sources to be mined in
connection with the annual review, including in connection with existing
operators' activity over the prior year

« Due diligence searches

« Internal information

2.2 - the process for updating previous probity and background checks
« Annual review process

« Additional probity measures

< Junket agents

« Developing a holistic view

2.3 - the composition of the committee reviewing existing operators and the role
for different aspects of the business

< Composition of the committee reviewing existing operators
« Roles and responsibilities
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Existing Junket Operators

Process map: junket activity

’ Checks conducted

JTO andior players arrive in Australa JTO andlor players
by Departmentof | g weasio | original passports
»® > Immigration & — verified
Citizenship
[ External ) Cage
—e Y
[
Dow Jones I JTO and/or players |
Screening | scamnedinta Casino Program opened in
conducted ~ | Management System = SYeo
(CMS)
Group Credit Cage Cago
L__a = ——
|
J
Junket Gaming / Activity monitored
Junket playgrs Activity recorded, with by Crc):vm as part
entered against individual player of AMUCTF
program ~———> |transactions recorded > program
in CMS
P int i
Cage VIP 1 Games E,Y'm?vm:ﬁi
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DUE DILIGENCE

Due diligence of key junket players is currently only carried
out if they are credit customers.
In this instance, the Credit Control Team conduct a light touch
due diligence on the list of key players, Including:

* Dow Jones checks

= Casino checks

* Factiva searches.

Other checks or searches on internal databases are not
carried out.

AGENTS

Agents or representatives are subject to the same ID
verification and screening as key players.

All junket organisers, agents and players under a junket
arrangement are recorded in Crown's database.

Junket operators send an appointment letter to Crown
confirming the agent has authority to transact on their
behalf,

* Any persons invited by the junket players into controlled
areas are required to provide ID, which Is verified.




DTT.003.0001.2291_0020

2.1 - the information inputs to be considered and sources to be mined in connection with the
annual review, including in connection with existing operators' activity over the prior year

The annual review process of existing junket operators largely makes use of the same sources mined during the initial due diligence process, which can result in similar
reports being received. To increase the robustness of this process, we recommend that Crown strengthens the processes to review information held both internally, and

within it's external network.

2.1.1 Due diligence searches

To ensure ongoing probity for the junket program, junket operators with an existing relationship
with Crown are subject to an annual review process. This review comprises of a refresher of the
due diigence checks, conducted by the Credit Team. As with the initial approval process, the
team utilises Crown's external search providers torequesxreponsonmelmtoperatovs and
oonduct open source searches. Updated copies of required are also obtained,

The presence of a trace on Crown's internal databases is an important consideration for the
decision maker and should be explicitly referred to within the summary sheet. Crown’s policies
should also explain how such traces should be resolved and roqtlo the decision maker to review
this i ion prior to approving the i of the

internal checks, the process for sharing internal @ could be

The same information sources are mined and external providers used for both the initial due
diligence and annual review. During our consultation phase we were informed that this can
result in very little to no change in the contents of the reports each time. As such, Crown tends
tomobvamwmscﬁreponsaveryoﬁmysaf due fo the financial cost. As highlighted in the
previous, we Acuris as cumently p: g the highest quality reporting for matters of
compliance and reputation risk. Thrwwondwir\glrsusonmuamalmvarmss the
information obtained in this process may be less p ive than during the
original due diligence process.

2.1.2 Intemal information

Our review found that the mining of internal data sources for the annual review process is
currently imited, as with the original junket approval process. The intemal dmckthowmy
and Survedlance, and AML databases has also been instituted for the annual review, alths

through introducing additional feedback loops to share relevant intelligence following junket visits,
for example whether any issues were encountered by Security and Surveillance or if any flags
were raised by the transaction monitoring program. At present this information is only requested
during the annual review, or if it is sufficiently serious so as to trigger the Persons of Interest
process. Strengthening internal feedback loops and sharing any relevant information as part of the
close out of each jurket program would assist in building up the intemal picture and determining
whether reviews are required outside of the annual review process.

2.1.3 Recommendations

this is a recent development that has not been formalised within policy and process
documentation.

During our review of due diligence files we found evidence of this check occurring in all three
occasions. In two out of the three files, SMRs were identified, and SEER inteligence of
Suspicion Transaction Reports was identified in the third, There was no further details provided,
and these were not recorded on the summary form, which only provides a space to indicate
whether an exclusion or barring was identified.

© 2020 Dedoitn Rizk Advisory. Dwotta Touthe Tohmatsy

We Crown its internal feedback and information sharing as part of the
ongoing probity measures for junket operators. This should include considering more regular
feedback loops to build up a more holistic picture of junket activity, and ensure that any concems
are responded to promptly ahead of the annual review.

Wea!sommmmmdmatawmdsvdmmmwketopmasﬂawadbylmwnaldepmm

during the annual review are included on the summary form, along with further details on the
results of these checks and their resolution.
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2.2 - the process for updating previous probity and background checks

The process for updating the probity and background checks of existing operators has been enhanced over the last few years to include additional checks around
reconfirming the operator’s criminal record and Australian visa status, however it still centres around updating the currency of information rather than establishing
whether Crown still wishes to hold the relationship with the patron. As with new junket operators, the process focusses on the operator and does not consider their

agents.

2.2.1 Annual review process

The process for updating previous probity and background checks on existing junket operators
centres around the annual review. This is conducted by the Credit Team, and as outlined in
Section A: Information hpms (Exisﬁng Junkets), for the most part involves conducting a repeat of

and
We were informed M\g our uonsullanon that the process has evolved to include additional
scrutiny of some of the such as the ABN, DICJ license and

conducting searches on licence holdors in Macau including to verify the directors.

over the last couple of years include introducing the
requirement to provide an updated police clearance, and conducting a VEVO check on junket
operators. This allows Crown to understand the junket operator's current Australian visa status
and conditions. Whilst these are positive steps, the review process remains focussed on updating
the y of il Further 6 dmamansmudmﬁanempmcesasa
rewwofwhemetanmmerelanonshpshwldmmmdbebasedmal

The tfraining document outlines that with the
mﬂulddduedligmdxad(sbmganABNM Enecmveapproval Non EGPA on file and
a Dow Jones search, the rest may be as soon as i In such i the
junket operator must accompany players.

Further details of ongoing probity measures are included in the diagram on page 23.

2.2.3 Junket agents

As with the initial junket approval process, the review of existing junkets does not involve due
diligence being conducted on agents and representatives. Due to the higher risks posed by these
groups, they should be considered as part of the process.

The annual review also provides an additional opportunity for Crown to conduct due diligence into
those agents who have been most active with the junket over the previous year, without relying
upon the operator to provide those details.

to Crown at that point. This should include all i and i Crown holds i
any information obtained during the course of the relationship such as outlined in Section 2.12.

2.2.2 Additional probity measures

Alongside the annual review process, all junket operators are subject to daily screening via Dow
Jones to ensure Crown is aware of any significant adverse information that enters into the public
domain on a real-time basis.

To ensure the junket operator register remains curent, Crown marks junket operators as inactive
after three years without junket activity. Should an inactive jurket wish to resume operations, they
are required to re-apply and are treated as a new junket operator.

© 2020 Dedoitn Rizk Advisory. Dwiotta Touthe Tohmatsu

2.2.4 D ping a holistic view

The review of junket operator relationships should bring together all intelligence and information
Crown holds to inform the decision of whether to continue a particular relationship and should be
reviewed by an appropriately trained AML analyst prior to being forwarded to the decision-maker
for review.

2.2.5 Recommendations

We recommend that the annual review process should seek to reconsider and test the decision as
to whether Crown wishes to continue the relationship the patron, and be based on a more detailed
mmaydbmh"aupdmeddad&smpla’admdarewewmﬂumamdmmnatmw!aﬁed
by Crown relating to the operator. rather than ing on up g the y of i K
held.

We further recommend the scope of the review incorporate junket agents and that they be subject
to the same levels of repeat due diligence as the junket operators.
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2.2 - the process for updating previous probity and background checks

Diagram: ongoing probity measures for existing junket operators

* Our review has focussed on the annual review, which we recognise as the
central process for updating the information held on file regarding existing
junket operators, and reviewing this to ensure Crown still wishes to continue
their relationship with them.

We do recognise that there are a number of additional controls however
which contribute to the ongeing probity of the junket program within Crown.
These range from the daily screening of patrons, to the three year inactivity
marker.

Alongside controls around the junket operators themselves, junket players
and activity are subject to Crown's transaction monitoring program, and
subject to extemal reporting obligations. We have included further context
around the regulatory environment in which junkets operate within Appendix
B.
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2.3 - the composition of the committee reviewing existing operators and the role for different

aspects of the business

At present, the review of existing junket operators is conducted by the Credit Team as part of their annual due diligence refresh. As with prospective junket operators,
the AML and Compliance teams are not engaged throughout the process to inform decision making or the content of the summary file that is issued to the Executives

for approval.

234¢C ition of the i iewing existing operators

The Credit Team is responsible for compiling the file as part of the annual review of junket
operators, which is then shared with VIP International, with Compliance and AML in copy, before
being submitted 1o the Executive approval team made up of the CEO, CLO and COO.

This introduction of Exocuwo approval is a posmvo step that will assxsl with olovmng lho
exercise from the of i towards the i

held on file and deciding whether or not to continue the relationship based on the information
presented.

At present, however, there is no articulation of what factors the committee should weigh in the
decision to continue business, but primarily seems based on whether they have y

The process does not i include with AML, Security and Surveillance and
Compliance on an ongoing basis to inform decision making within the annual review process. For
approvals, it is initially shared with the VIP Intemational General Manager and Roland (Job Title), with
AML and Compliance copied in.
WewwidsuggoslMMpmmmdbusﬁmgﬂwdehmughmsmumgamowmmsmmm
the file is inised and the Credit by a staff member with relevant
training and expertise in AML and Compliance risks.

2.3.3 Recommendations

updated their information and held visits to Crown premises as required.

The due diligence file should summarise up front what risks what risks were considered during
the searches, and what the outcome was. We have provided details regarding our Mr\gs
around Crown's definition of probity and risk appetite with relation to the junket program in the
previous section of this report. These findings are also relevant to the program regarding existing
junket operators.

2.3.2 Roles and responsibilities

The annual review process is cuently managed by the Credit Team. As with the initial due
diligence process, this results in the process being ﬁamad from a credt petspecnwa as alrsady

mentioned, the process can be by g other adverse or
AML red flags and typologies are identified.
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We would mmmAMLaMC«nplumeteansshtholdamomeemralrohmme
due diligence program and review of existing junket through

review prior to the file being escalated for approval. Anyﬁﬁngsatmmdpoﬁemulmdﬂagsfroman
AML perspective should be included within the junket annual review summary document.

We have outlined our recommendations regarding risk appetite and defining probity within the
previous section. These are also relevant for review of existing junket operators.
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O 3 Persons of Interest Process
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Persons of Interest

Intreductinn and seas of focus

The Persons of Interest (POi} process has sought to add more structure to the
decision making process, having begun as a more informal review. The revised
process involves the use of a Patron Decision Assessment (PDA) form, which
provides structure through an in-built scoring system that supplies a risk rating of iow,
medium or high.

All assessments that receive the medium or high rating are recommended to be
actioned through a POl Committee process, which involves either an email being sent
to members of the committee, or a meeting being held in which the patron is
discussed by all members present prior o a decision being made.

The process is a good example of Crown bringing differing perspectives and expertise
together to ensure that the decisions are informed by a holistic review of risk. it is
currently in its early stages, and we identified a number of areas where policy and
process documentation could be strengthened to ensure consistent application.

An area highlighted as contentious during our review was around requests from law
enforcement and how Crown can best manage reputational and other risk associated
with continuing relationships where requests have been received. We have made
recommendations for potential steps Crown can take to strengthen it's process in this
regard.

Our review examined the following areas in relation o Crown’s processes regarding
the Persons of interest process: the information inputs considered in the POI process;
and the process for reviewing and making decisions about persons of interest,
including the role of different aspects of the business.

©2020 Deloitte Risk Advisory. Deloitte Touche Tohmatsu.

3.1- information inputs

» Information triggering the Person of Interest {POI} process

« Law enforcement requests

< Ongoing management of intermnal information

3.3 — the process for reviewing and making decisions about persons of interest
« information available to the persons of interest committee

< Process undertaken to weigh various factors in connection with a review of or
decision about a person of interest

« Composition of the POl Committee

» Role for different aspects of the business
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Persons of Interest (POI) Process
Process Map
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3.1 — Information Inputs (POI)

The information inputs that trigger the POI process are understood internally, however not yet captured within Crown's pollcy documentation which would assist in

ensuring consistency and communicating the process externally. At present, the processes are not

which may pose significant reputational risk to Crown.

3.1.1 Information triggering the Person of Interest (POl) process

According to Crown's POl Charter, the volo of the POI committee is to ensure that Crown remains
“free from criminal i or g persons of interest (POls) who are
brought to the attention of the Committee, for a variety of behaviours, be it at Crown or extemal to
Crown, including but not imited to alleged matters relating to: drugs; money laundering; thefts;
frauds; terrorism financing; assaults.”

The charter does not document what different factors or sources of information may trigger the
POI process. During our consultation phase we were informed that this could include any of the
following:

* A patron facing criminal charges;

* Law iries or

* Adverse information in the media;

U Reponsofwnwardbehawwovbarﬂngfmmmhercasnus or

* Red flags from or criminal dotected whilst at Crown.
3.1.2 Law enforcement requests
10 law  POSES a ¢

oq for Crown, through striking a balance
between the requirement to restrict itive i and protect the
ofwlsaﬂonfmnmpumnnaldamago This was discussed during our consultation phase, with
staff thatamndwto(}mwnrmbmgmmmpmdw

media requests w confirm they are working with law when garding
ongoing relationships with patrons.

Law on!mmom mquom either come through the Oomphm dopmmom or Sowmy and
Sur The C: is the POI

d to consi: ly ge law enforcement requests,

3.1.3 Ongoing

Crown is taking initial steps to ensure the information inputs and outcomes of the POl process

connect with its other internal systems. The AML customer risk rating, for exampie, includes the
ion that any by the Crown POl Committee becomes a ‘high risk’ on the

nskvamgsca%s

Similarly, all patrons with whom Crown to do a POl C

review become subject to increased scrutiny following the high risk rating. This increased

monitoring may include dady screening via Dow Jones.

We asked staff responsible for the POl process whether it has the capability to take into account
repeated flags being received for the same patron, such as multiple SMRs or law enforcement
requests, however were informed that the data is not sufficiently sophisticated to do so at this
stage. For example multiple law enforcement requests may be received regarding the same case,
therefore would be inappropriate to trigger multiple POl processes. There may be little Crown can
do to resolve this at this stage, depending on the nature of how these external requests are made.

of intemal

3.1.4 Recommendations

Deloitte that Crown the @ sources and events that trigger the
POI process, to ensure consistency of application and ensure the process for responding to such
matters is documented.

We would also recommend that Crown look to streamline the POl process with law enforcement
mmstomM(Mmampimoded«mmthwsmmns
patrons and enswe Crown's isil to i a with patrons remains

process and for acting as the lead for law W'ewere some
requests made via Security and Surveilance are not always escalated through the POl process.
During our consultation it was suggested that this should occur, even if only to note that the
request had been made, to ensure completeness of Crown's records.

© 2020 Dedoitin Rizk Advisory. Dwioite Touthe Tohmatsu

Moving forward as the process becomes more established, &mmaywshwoprmtww
adverse information, such as SMRs or law
Mmdatadmenwwmsomldassmmmbuhimwmemelwmmmdfm
consideration in the POl process.
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3.2 — the process for reviewing and making decisions about persons of interest (1/2)

The POI process is a positive initiative to add a framework around decisions regarding persons of interest, which will increase consistency and ensure that Crown's
values and priorities are considered as part of the process. We recommend that the assumptions upon which the tool is designed are clearly articulated, and that the
reliability of information sources are also considered. All decisions made through the POI process should be recorded with the rationale documented.

321 { i tothe p of interest

The POl committee takes one of two forms: either through discussion during the meeting, or the
out of meeting process in which the decision regarding the Polsmadethroughemaﬂ The out of
with

meeting process is used much more g ly for more
confroversial matters.
At POI i the with an overview of the matter and relevant

are
information is provided including a Palmn Decision Assessment (PDA) form. For the out-of-
meeting process, the relevant information is shared via email, including the PDA form.

The PDA form includes the details of the person involved, the rational for the request along with
details of any allegations, including their status and source. The form also contains a risk
aumommfmanwnmmmonmodmo ion, whether the indivi

To assist with the decision, thePDAnoolpfovidesan numeric
to different and their percoived risk level. The tool is therefore imphcitly
eodﬁesOrcmnspﬂonnasandvahesTheassummmwmmmhlrsusmtwwmrarenm
deﬁysmedmm!anedpoiuesfmexanpletwwmhavenmseenanywhemlhanhereasms
which give rise to the various wek For the process would
bmﬁmanmwmdmmmmmbommmdmmmwm

Wawmﬂmnddxngwmﬁmmhmﬂmmmaﬁmimmammﬁm1ovou!of
oﬂim md y The meeting process involves an

reserved for the more commvumO matters.
plays in we would
mwmdwsmmd(ngwolmdlm weighting
to ensure it is satisfied the relevant priorities are being considered.

layer of ar\d is
Considering the central role the tool
the Risk C

has been or served their whether they may pose a threat to safety of
Crown svaf!andpmm as well as their relationship with and potential direct impact to Crown.

Once completed, the PDA provides an initial risk rating of low, medium or high. All patrons rated
as medium or high risk go through the POl process. This is a positive measure in adding
consistency, which allows the POl Committee to test out the scale and ratings from the PDA form
with real life use cases as the process is in its infancy.

ﬂ)eexoq)tm!oﬂ\enﬂewmregavdsto provi to the C: is around law
in the previous section: Information Inputs (POI). Further
amaemmdmmcmwnmreachawwmemmmPOICommmeemanbersam
informed about sensitive cases that are exception to the POl process.

3.2.2 Process undertaken to weigh various factors in connection with a review of or
decision about a person of interest

The purpose of the is 0 review i brought to it and decide whether the POI
should be permitted to continue frequenting Crown, or whether they should have a withdrawal of
licence (WOL) and/or Exclusion Order (EO).

© 2020 Deboitin Rizk Advisory. Dwioite Touthe Tohmatsu

Along with the completed tool and discussion, admrmoado!m]wmunandmmdo
should be made. At present we were i that the is however p: g a
more substantive rationale and record of the discussion would assist with ensuring Crowns
decision can be defended in the event of review.

3.2.3 Recommendations

Deloitte recommends ﬂn assunpmns wonwr-dv the Patmn Decision Assessment tool is based
are clearly arth is

We would further recommend that this include of the ility of i

sources,

All decisions made through the POl process should be recorded, with the rationale behind each
decision documented to ensure that Crown's actions are defensible, particularly when Crown
decides to continue a relationship with a patron about whom adverse information is held.
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3.3 — the process for reviewing and making decisions about persons of interest (2/2)

The membership of the POI Cc

effectively brings in stakeholders from relevant internal departments to ensure that a holistic view of risk and internal

perspectives is included within the decision making process. Crown may benefit from a more defined approach to Executive and Board escalation. It may also be
appropriate to appoint a secondary committee that is restricted to senior leaders in the organisation for the management of particularly sensitive matters relating to law

We were informed that the composition has evolved as the process grew, starting with Compliance
and Ganrq. before oxpandlng to include other departments. The current list of deparments

divorse ives 10 the and allow for a
cmssdsrmn of both \m r!sk and commercial aspects associated with the decision. We were
that the voices that carry the most weight in discussion are those

enforcement.

3.3.1C of the POIC

The current composition of the POI Committee consists of one GM (or suitable from

the following Security & Surveil , Table Games, Gaming Machines, Legal,
y & C: i Gamm,RBkCagaMﬂ\eermedMW

omewatoryamr is the Chai ger of C Reporting is

the Executive Officer.

The POI Committee charter states that all mumbors ‘must have the skills and experience

required to enable them to fulfil their duties and as of the

We note it is a positive development to bring different aspects of the business together, which
will provide a more holistic overview of the different risks associated with the decision and
ensure that there is an aligned understanding around Crown’s appetite in this regard. During our
consultation however it was hi that the may not be senior for
mmmm matters, umascasnsm(:rwmshamngmmlm enforcement.
To ensure the i in such cases, Crown could benefit from
haﬂmasmﬁaymmado\pdmalmmdmomwmomb«s such as the Chief
Lega! Officer, Enacuuva Dlemor for Security and and

and the Chief i OfﬁcerandChe!OpemngOfﬁeer Thswnuld
ersummatproeesswassullbemfolawad and that decisions and rationale for such cases
were still documented.

3.3.2 Role for different aspects of the business

Itis positive that the responsibility for the day to day management and oversight of the group sits
within Compliance, due to the oversight they hold of other related areas of business, including
SMRs and law enforcement requests.
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during our
bringing expert perspectives, such as the legal view or that of Security and Surveillance.
The POI process includes the provision for escalation, with the CEO, COO and CLO being the next
level for judgment on matters where the committee in in disagreement or cannot reach a decision.
There is no clear or defined threshold however of the level of disagreement required to trigger
escalation, which would ensure this was consistently applied.
In terms of the role of the Board, at present there is no standard POl report that is escalated. Matters
would instead only be referred up on an ad-hoc basis, where there may be a significant risk posed
for Crown,

3.3.3 Recommendations

We that Crown K ing a made up of senior
for of itive cases il 10 ensure that these are

and i whilst 10 a need to know basis.
Wndsomcannmsdthm!tmpdlcy mcuiosdou" asunhu upon
which deci should be . Crown may also

mmmummmxmmmmaonmwm
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04 Board Involvement
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4.1 — the involvement of, and reporting to Crown’s board and subcommittees

Crown's Risk Management Committee remains the appropriate board sub-committee to maintain oversight of both the POI
and junket programs and should review and approved the operating model related to these programs.

4.1.1 Board reporting in relation to the junket and POls programs

Histerically, Crown has not provided detailed reporting to Board level in relation to the junket and
POl processes. Under the terms of reference for this review, we have considered what reporting

should be
of the risk

with its charter which requires it

The role played by the RMCnboth
and and internal control processes in

to assess the
relation to the junket and POI process.

and i would be appropriate for the board and it's subcommittees in relation to this In relation o the junket program, the decision to enter into or continue a relationship with a particular
process. junket operator remains an operational decision and should remain the responsibility of
g . . 2 appropriately senior executives as per the current framework. Thore is, however, a role for the

gfm"%:k" view, wo ha‘gr ol "‘:’ Wdof s ‘_"' the duties of dir i RMC in g the ing model in rolation to the program and dotermining its adeguacy and
R::"s Managemem& ategy anddlal‘ter evant S : in risks with the program. In particular, the RMC should

Crown's Risk Management Strategy 2019, Crown clearly articulates it's risk appetite and
tolerances with respect to various risk categories and outlines the triggers for reporting to the
RMC associated with each.

Of specific relevance to the POl and Junket processes under review both junkets and POls have the
potential of creating reportable events relating to the brand a reputation of Crown, its regulatory and

consider and agree on the key risk factors to be considered throughout the due diligence process
and ensure the operating model includes adequate representation from relevant risk and control
owners including Credit, AML and Security & Surveillance. The RMC should review and approve
any material changes to the operating model going forward. Crown should also consider informing
the RMC in i where ially adverse i ion has been unable to be resolved through
tmmﬁgmww!uapmhﬂmommor and Crown has chosen to accept the risk by

legal compliance obligations and its ability to maintain a safe and healthy Under
Crown's RMS, any event which creates a significant impact on these categories should trigger
reporting to the RMC.

with that operator.

InmianontolhePOlprucess the RMC should similarly review and agree the model in
raiat-ontomePOIprocess In particular, the RMC should agree and approve the key factors and

Crown's current RMS dlearly articulates the key triggers for reporting to the RMC as appropr
However, it is relevant to consider whether any additional reporting in relation to the RMC u
wamanted with specific reference to the junket and POl programs given the potential risks
assouatedmhmdeuwm«wvad hrslauonlo;urluats the decisions relate to entering or
intaini k ips and in relation to POls, to granting or
P g the access of p ly high-risk patrons to Crown’s premises.

4.1.2 Risk Management Committee

Under its charter, the RMC is the most appi ub ittee to maint; ight of both the
junket and POl programs within Crown. It has eleally articulated responsibilities in relation to
identifying areas of significant risk and ensuring the implementation of appropriate risks
management and intemal controls.
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the POI decision-making framework. Consistent with the RMS, any matters
potentially leading to sustained negative media or potential legaliregulatory implications should be
reported.

4.1.3 Recommendations

Crown establish a target operating model for both the junket and POI programs for consideration
and approval by the RMC.




DTT.003.0001.2291_0032

O 5 Appendix
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Appendix A

Terms of Reference {

Matters to be reviewed Existing Junket Operators

The Review is intended 1o make recommendations in relation fo: a) the information inputs fo be considered and sources o be mined in connection

. N N . with the annual review of existing operators;
a)  Crown's decision-making frameworks in respect of junket operators, and the

Crown policy settings which inform the decisions Crown makes in respect of b)  the process for reviewing existing operators, including, without limitation:

junket operators; i the process for updating previous probity and background checks
on existing operators;

fi. the process undertaken to weigh various factors in connection with
existing operators' activity over the prior year, including review, analysis,
and consideration of:

b)  Crown's decision-making frameworks in respect of persons of interest, and
the Crown policy settings which inform the decisions Crown makes in respect of
those individuals;

c) how these frameworks and processes might be improved to assist in the A.  any law enforcement requests in respect of the existing
making of decisions reflecting Crown's risk appetite; and operator;
B. any suspicious matter reports in respect of activity connected

d) the reporting to, and involvement of, Crown's board and board sub-

4 ' . to the existing operator;
committees in relation to these matters.

C. any other information relevant to the existing operator available
New Junket Operators to Crown;

ii.  the composition of the committee reviewing existing operators;
a) the information inputs fo be considered and sources to be mined in connection

N " . iv. the role for different aspects of the business, including the AML
wiih the assessment of a prospective operaior; department, the compliance department, the credit department, the VIP

b) the process for assessing an application made by a prospective operator, International depanmenl,_and olh_er_ aspects of the business, in reviewing
including any consideration of any broader group of persons or entities with the background and probity of existing operators.

which the prospective operator might be associated; c) the governance framework and responsibility for the review of existing junket

operators, including whether the framework and processes are well designed to

c) the role for different aspects of the business, including the AML department, make decisions reflecting Crown's risk appetite.

the compliance department, the credit depariment, the VIP International
depariment, and other aspects of the business, in the assessment process; and

d) the governance framework and responsibility for approving a new junket

operator, including whether the framework and processes are well designed to
make decisions reflecting Crown's risk appetite.

©2020 Deloitte Risk Advisory. Deloitte Touche Tohmatsu. 34
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Appendix A

Terms of Reference {2

Persons of interest Governance and reporting
a) the information inputs to be considered and sources to be mined in connection with The Review is also to make recommendations for any improvements in governance or
reviewing and making decisions about persons of interest; reporting frameworks for:

b)  the process for reviewing and making decisions about persons of interest,

inclucing, without imitation: (a) decision making in the process of assessing junket operator applications, the periodic

junket operator review process, and the persons of interest committee process; and
. the information available to the persons of interest committee (and any

other relevant body) in making decisions on particutar persons of interest; (b) reporting and referral to the Board and/or a Board subcommittee of decisions and/or
. the process undertaken to weigh various factors in connection with a review any issues arising from such processes.
of or decision about a person of interest, including review of:
. (A) any law enforcement requests in respect of the person of interest;
. (B) any suspicious matter reports issued in respect of activity connected to
the person of interest;
. (C) any other information relevant to the person of interest avaitable to Crown;

. the composition of the committee tasked with reviewing persons of interest;

. the role for different aspects of the business, including the AML
department, the compliance department, the credit department, the VIP
Intemational department, and other aspects of the business, in reviewing
persons of interest; and

c) the governance framework and responsibility for reviewing and making decisions
about persons of interest including whether the framework and processes are well
designed to make decisions reflecting Crown's risk appetite (and whether it is
desirable to more clearly articulate Crown’s risk appetite).

©2020 Deloitte Risk Advisory. Deloitte Touche Tohmatsu. 38
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Appendix B
Regulatory Landscape

ia and New South Wales

p i in Victoria,

The respeclive regulalory bodies in Vicloria, Weslern Auslralia and New South Wales do
nol provide specific guidance on whal due diligence should be undertaken in relation o

O h

to Junket Op: due diligence

The approach taken by the Casino y (CRA) in Sing: the
most consomuvo approach in the Asia-Pacific roqton Applicants are requlmd 1o provide

junkel operalors. Likewise current do not pi any
or procedures with respect fo i rlsks with junket eponnovs.

rulaing to position and reputation and rack
reoord The CRA then firm fo verify all information
mcludmg interviewing applicants and visiling the operations al other casinos oulside of

agents and players. However, they do speclly that the Casino mus! establish an
appropriate system of inlernal controls lo appropriately mitigate the risks of op and
players.
Appropriale risk-based due diligence are a key of the internal
controls that form part of Crown's with regulatory req As such,
Crown's internal controls related lo Junket O should be with the
risks idenfified.

y app to Junket Op

The Queensiand Casino Control Regulation (1999) outlines the requirements for junket
operations relaling 1o casinos licenced in the slale. Under the regulations, casinos enler
into a junket agreement specific fo each visit fo the casino and sirict requirements are
oullined relaling o reporling of all players and agents and provision of identlifying
information o the regulator.

Under the regulations, the casno must provide details of a new junket operator to the
prior to any acli ing under the junket ag for the of

As such responsibilily for any due dili is by the reg as parl
of the licencing process. At the time of writing, only two companies have been approved to
operale junkels in Singapore.

Macau &C ination Bureau

The Gaming Inspection & Coordlrmlon Bureau (DICJ) in Macau also requires delalled

ofil by the it has hi: nol
undertaken sleps lo verify the i i gaming industry
specialisis in the Macau casino environment with lmovdodge of the DICJ have previously
described the process as largely | pasava with litlle invesligation conducled by the DICJ to
verify i by

The DICJ have announced several planned o Tl y and
of junket op higher capital roqutremm!s publicising lha details of
senior and p on the websile of the DICJ and ensuring at
|easl one shareholder lhal is a permanent resident of Macau. As of December 2019 the new

alowmg the regulator o ‘assess the suitability’ of the promoter.

Al the cu'runl time Queensland is the cnly slale in which the regulator lakes on
ility for app g junket

© 2020 Dedoitin Rizk Advisory. Dwioiza Touthe Tohmatsy

was yel fo be introduced inlo the Macau legislative assembly.

The DICJ have continually increased scruliny of junket licences as indicated by the reduclion
of licenced junket operators from a high of 235 in 2013 to just 95 licenced operators in 2020.

G OVersight-Cos Mo Juked 0
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Appendix C
Industry Approaches
KYC information collected
During our h we i ided by Star i ("Star") as part of the 2016 review of its casino licence. We noto that the Star obtains dotailed information from the
TMStaca\d\modawaikmmmhmomnw J Horton, QC, who provided a summary of the process in his final report. While we prospective junket operator at the outset of the process. This
hmbmmmwmymmpmwssopormosuomi\ednmowmofmmalbms mmmwlhatsovoml!mmsof includes the following:
The Star's approach are worthy of note to inform our review and for Crown's our i We have 1. Personal information induding:
outlined their process below: Police cloarance certificate
Photo Identification
’ The Star then n investigator then 2. m;nmm”m
Junket promoters and conducts AMLand reviews the initial The Gaming Manager 3. Business Associations
representativesmust | .}  CFT checks, reviews > report, checks other I reviews the promoter’s 4. Junket operations with other casinos
first be approved and “World-Check” sources and may application forms and if 5. Disclosure of involvement in litigation
submit required database and recommend additional appropriate makes 6. Financial details
documents. conducts internet due diligence by provisional approval 7. Character references
L by \ searches 1, external consultant. i L b 8. Notice of consent for The Star to conduct investigations
into the Junket Operator
’— V— 9. Arelease and indemnity
The junket promoter m:“:::::;:w ’ 7 E
enters into ciscussions Taie comphimentay 1LGA s given at least 4 Any ¢r.,“k cashing Roles and responsibilities
TP withThestars [T G onsandlength | | 24 hours'noticeof | | "ty is established As the procees diagram also demonsirates, Star conducts the
international of stay, depending the Junket’s arrival bellore.me Junhe.t risk msunomprocmirmpmdumly of the assessment of
team to organise a onbuy-in and arrives in Australia creditworthiness, with the risk mwnmtwnsd out
particular junket. number of players between stages 2 to 4, and the Credit check camied out at
N—— \ \ J \ stage 9.
V_‘Acrcdilchcckis Woalsammbothmmmmdmnsmsmfs
‘conducted that includes ‘ “unket participants I access grantecl to, due dligence p priocto any
contacting local and Junket participants Afcion stAke esine private gaming being made. The Star applies the same level ofduu diligence
¢ > A arrive in Australia, areas, junket o agents who attend the casino and manage the junket
| ntetrational casinos to 3 must clear customs, |- > AR compita e participants’ detalls program as it does to the Operators themselves.
verify credit worthiness, border control and memburship aresent to ILGA as
a ‘world-check’ search of o S application for the Review processes
typically obtaina visa 5 part of monthly a T
any further persons or Sovereign Room. reporting The Star holds a regular junket and player monitoring meeting
saggiatezident \ J \ J \ to discuss information received in relation to proposed
or
Source: htps:/Awww. nSW.gov. p the-star-casino-Boence-iga-horton-c-28 2018 pa
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Appendix D
Crown's Program and History of Enhancements
Development of the Due Diligence Process at Crown Junket annual review process
Control Purpose Enhancement Control Purpose Enhancement
Police check obtained Adcitional due Check was introduced in 2018, and Copies of utility bill, To determine Exemptions could apply in 2017 / 18,
where operator does diligence carriec out for all relevant juriscictions bank stat it or other i for is required in all instances
not have a DICJ license from 2019 proof of address crecit purposes from 2019
Copies of other casino  Acgditional due Control infroduced in 2018 Copy of personal For crecit Exemptions could apply in 2017 / 18,
licenses requested if diligence cheque purposes however is required in all instances
available from 2019
VEVO check of Currency This control was introduced in 2020 Police check obtained Additional due This check was required from 2019 for
Australian visa status where operator does diligence all relevant countries.
not have a DICJ license
Junket profile Summary This document has evolved from 2018, VEVO check of Currency This control was infroduced in 2020
documentofkey  with revisions also made in 2019 anc Australian visa status
information 2020.
Global Data check Source of wealth  This was conducted on a case by case
basis from 2018, becoming a
requirement in 2020
Wealth X & C6 checks Source of wealth  This became a requirement in 2018, if
a change was detectec by Global Data
or the online platform
Junket profile Summary This document has evolved from 2018,
document of key  with revisions also made in 2019 and
information 2020
Executive approval Previously only where adverse or
required material changes were identified, in
2020 this was reguired in all cases
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Appendix E

frformation Sources

et Due Difigens

Global Data

GlobalData is a data analytics and consulting company that delivers market and
industry intelligence, servicing companies primarily across the consumer, retail,
technology, healthcare and financial services seciors. GlobalData proprietary
database is its Intelligence Center platform, which delivers its services through an
online interface that combines search, browse and alert functionality.

The GlobalData dossier, ordered for individual Operators, extracts information from
the GlobalData intelligence Center. The dossier outlines Operators’ estimated net
worth, employment history, wealth/asset ownership details, relationship groups and
contact information.

Our experience with GlobalData is that the intelligence Center consists of verified
information which is ascertained from primary and secondary sources and is
updated by analysts who both conduct research and make direct inquiries to confirm
this information. Importantly, GlobalData does not offer what they call verticals into
the gaming and casino’s sector, therefore limiting insights into this industry.

Wealth X

Weaith-X specialises in data and insights on the world’'s wealithiest individuals to
help organisations to effectively understand and engage them. The Weaith-X
dossiers outline an Operator’s biography, career history and wealth analysis.

Weaith-X does not capture all Operators, given that the database contains high net
worth and ulfra-high net worth individuals {over USD 30 million net worth}. There are
also inherent limitations in the platform due to the English-language capabilities.

Weaith-X among other third-party information platforms appear to simply scrape and
collate data from information that is often made available/carefully curated by
representatives of the individuals in question.

© Process

Acurls

C6 Data and Intelligence identifies risks associated with entities and individuals in
the context of enhanced due diligence, adverse media, sanctions, PEPs and giobal
ID verification. Acuris provides this offering by way of a customised report. Acuris
also has a unique proprietary database calied KYC6 which is claimed to contain
aver four million profiles collated over 15 years from public sources which are
manually updated by its research team.

We understand that C6 offer varying levels of reports covering basic or in-depth due
diligence checks. The Express Report is a basic check which provides insufficient
information around an Operator, particularly in identifying adverse media reporting
and classifying reputational risks.

Previous experience of the reviewer with the platform noted the KYC6 product
differs to other information providers because the research team is invoived in
collating and verifying the information displayed on the profiles, rather than relying
on automated software that trawls public sources for information. Acuris claims that
the database is manually updated with new adverse media records on a frequent
basis.

We recommend that the Executive level report is obtained from C6, which
should be supplemented with in-house adverse media checks through Factiva
and online research.
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Appendix F: Our Methodology
A four-phase approach to assessing Crown's decision making processes relating to junket operators and persons of interest
(POls).

Background
Deloitte were engaged to conduct a review of Crown’s decision-making processes related to junket operators and persons of interest (POls). The purpose of the review is to identify opportunities for

Crown to enhance its junket operator and persons of interest due diligence frameworks to ensure that Crown is well-placed to make app in with Crown’s risk
appetite.

Approach

Our approach involved conducting a review of relevant policies and p! internal ications and other jon as deemed relevant, We also undertook interviews with the key

Crown staff and leadership team involved in the processes. We have consolidated our findings through end-to-end mapping of the current decision-making processes relating to new and existing

N N
,1 ,2 >3 >4

Phase One: Kick-off Phase Two: Document Review Phase Three: Interviews Phase Four: Analysis &
and Mapping Reporting
*  Kick-off meeting to finalise * Review of documents and « Conduct interviews with « Prepare report and
scope and project plan; processes; relevant process owners: recommendations;
+ Agree project govemnance and + Review information sources used - Risk Team + Play-back findings with Crown
reporting timelines; against best practice; - Credit Team Executive.
« Establish document list and * Review board reporting - VIP Intemational
obtain initial p - Legal
+ Agree interview plan. * Responsibility map across - Board representatives.
relevant areas;
* Process mapping of:
- New operator process
- Existing operator

- Person of interest process.
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Deloitte is a leading gicbal provider of audit and Y. risk advisory, tax and refated services. Our network of member firms in more
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